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Installation and system requirements
1. Argo software is divided into three modules: Argo Client, Argo Config and Argo
Recorder. The following content will provide a basic introduction to these three
applications:

1.1 Argo Client and Argo Config

Argo Client installation file contains two modules: Argo Client and Argo Config.
- Argo Client: for monitoring real-time images, e-maps, replay, export images, etc.
- Argo Config: for managing users and connected devices, set events, etc.

1.2 Argo Recorder

Use setup Spark Argo_Recorder.exe installation file to install Argo Recorder. Argo Recorder
will start automatically when the Windows system starts. Note that Argo Config and Argo
Client applications can only be used once Argo Recorder is active. Argo Recorder acts as
the recording server.

To avoid hardware overload, it is recommended to use different servers. Install Argo
Recorder on one server for recording purposes, and install Argo Client and Argo Config on

another server to act as the main server for real-time viewing and configuration.

Below are reference values to facilitate users the calculation of their specific server requirement.
The specific server requirements may vary according to different scenarios.

- CPU: Allocate 90 CPU marks per camera. You can search for suitable CPU specifications on the

following website (https://www.cpubenchmark.net/high end cpus.html)

e.g.: If you need 50 cameras, the required CPU score would be 90 multiplied by 50, resulting

in a total of 4500. After calculating the total score, you can visit the above website to find an
appropriate CPU. Additionally, we recommend adding a buffer of 1800 points to ensure the
system operates perfectly.

- RAM: 160GB or more

- Operating system: Windows 10(64-bit)
- HDD: Requirement varies depending on camera quantity, recording time and resolution.

m 1 camera recording 20MP for 24hrs requires 211GB.
m 1 camera recording 5MP for 24hrs requires 63GB.
m 1 camera recording 2MP for 24hrs requires 42GB.

2. System Requirement

Spark Client + Config minimum system requirements
CPU: Intel Core i5 @ 2.7GHz RAM 4GB


https://www.cpubenchmark.net/high_end_cpus.html

Disk space: 500 MB free disk space

Graphics Card: 1GHz, 1GB RAM

Screen Resolution: 1920x1080 Network Card Gigabit Ethernet

Operating System: Windows 8.1(64-bit); Windows 10(64-bit); Windows 11 (64-bit)

Spark Player minimum system requirements

CPU: Intel Core i5 @ 2.7GHz RAM 4GB

Graphics Card: 1GHz, 1GB RAM Screen Resolution: 1024x768

Operating System: Windows 8.1(32-bit or 64-bit); Windows 10(32-bit or 64- bit);
Windows 11(32-bit or 64-bit)

Spark Recorder minimum system requirements

CPU: Intel Core i5 @ 2.7GHz RAM 8GB

Network Card: Gigabit Ethernet

Operating System: Windows Server 2012 R2; Windows Server 2016; Windows
7S5P1(64bit); Windows 8(64-bit); Windows 8.1(64-bit); Windows 10 (64-bit); Windows
Server 2019; Windows Server 2022; Windows 11(64-bit)
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- 0. START
0.1 Log in
Step 1. Double click Argo config to open login window

Argo config

2024.1.2

Host 127.0.0.1|

Type Spark Argo Recorder
Certificate
Username

Member of TT;'\A TECHNOLOGY Password

Step 2. Select language

- < language
Choose language
EN  English (United States)
T italiano
Argo Config %m e

2024.1.2 ES  Espariol

Host 127.00.1
Type Spark Argo Recorder
Certificate

Username  a dmin

- Click [Options] at the bottom left and then click [Language].

- After selecting the language, click [Save] to save the settings.
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Step 3. Log in Argo config

™ Spark > Spark Certificates

AcEE - FRREIE

> i Windows (C) Z ArgO Conflg

= Data (D) spark.protocol.network certificate
2023.1.1

T

B ARGO-TEST-F Host  127.0.0.1

I LAPTOP-NJN' Type Spark Argo Recorder

M SPARK-SALES -
Certificate
B SPARK/J'K
M SQA-PC Username admin
Il XEON-TEST-P Password
——

BEZEN): | CERTIFICATE files (*.certificate

Ei{(e)] B

- Server: Insert Spark Recorder server’ s IP address or insert default IP 127.0.0.1
- Type: Spark Argo Recorder (default)

- Certificate: Click [...] to automatically navigate to the default authentication folder
and select the file.

- Username: admin (default)
- Password: admin (default)

- Click [Connect]

Step 4. On first login, you will be asked if you want to import the certificate. Click Yes to
save the certificate in the system.

The specified certificate is not stored in the system configuration directory.
Would you like to import the certificate into the system configuration? (Recommended option)
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Step 5. After logging in, the system will ask to change the password. The new password
must contain at least one special character, one upper case letter, one lower case letter and
a minimum length of 8 characters.

@Change User Password

Username
Old password ©000®

New password 000000000

Confirm password 000000000

Note: After completing the initial password change, please note the following:
- When using single login interface, users only need to insert the changed password
to log in.
- When using quick login interface, users must change the default password to the
changed password to log in.

User Manual Argo Client Page 11 of 122



0.2  Argo config interface

CONFIG (© Thursday, June 06, 2024 03:0849 PM | % admin@sparkepk

] Lf Home

CONNECTED CAMERAS

LICENSED CAMERAS

CONNECTED NVRS

CONNECTED 1/0 MODULES

CONNECTED RECORDERS

CONNECTED CLIENTS

CONNECTED ARGO CONFIG

CONNECTED USERS
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Health Doctor

Events and alarms

Analytics de

Backup and restore

- Menu: Devices/ User management /Health Doctor/Events and alarms/Access Control/
Analytics data collection/Backup and restore/Licensing/Log

/Argo client/Options/User/About
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1.DEVICES

1.1 Statistics

ARGO CONFI @ Friday, June 07, 2024 10:35:59 AM admin@spark

5®  Devices ¢ Recorder on SPARK.
v g Recorder on SPARK STATISTICS 7\
i 127001

CcPU ( 11TH GEN INTEL(R) CORE(TM) 17-1165G7 @ 2.80GHZ - 1)
LOGICAL PROCESSORS 8
CPU USAGE 13%

MEMORY
975 GB/15.66 GB

STORAGE
TOTAL STORAGE CAPACITY 1.14 T8
USED SPACE FOR RECORDING 128.00 GB
FREE SPACE 439.19 GB

DEVICES
CONNECTED CAMERAS 2

VIDEO DEVICES 1/0 MODULES OTHER SETTINGS STORAGE

D Select all

VIDEQDEVICES SELECT ADDRESS MODEL NAME STATUS  DEVICE NAME RECORDING ENABLED
[ ] 1921682232 BM2 Ready Camera1 No

E] 192.168.2.235 SR-C-A2-DF1-F3-IR Ready Camera 4 No

2 Video devices

0 Recording
devices

- Click on [Statistics]

- Browse device status on Statistics: CPU/memory/Storage/Device

1.2 Video Devices
1.2.1 Add video devices (Scan devices/Add devices to recorder manually)

A. Scan devices
(@ Friday, June 07, 2024 10:38:57 AM & admin@spark

£° Devices Recorder on SPARK

v g Recorder on SPARK. STATISTICS VvV
S spune 127001

VIDEO DEVICES 1/O MODULES OTHER SETTINGS STORAGE

| [ ] Select all

VIDEO DEVICES SELECT ADDRESS MODEL NAME STATUS  DEVICE NAME RECORDING ENABLED

D 192.168.2.232 BM2 Ready  Camera1 No

U 1921682235  SR-C-A2-DFI-F3-IR  Ready Camera4 No
Add devices to recorder: Recorder on SPARK/J'K (spark)

Usermame Password

protocol V'

(] selct ot vt devices m

Selection Address Model name code MAC Address

192168124 Omnieye Advanced Series C-AS-OM2-V13-IR-8 206407004658
192168125  Omnieye Advanced Series  SR-C-AS-DM2-V13-R-5 206407002020 Avadable
192168126  Omnieye Advanced Series  SR-C-AS-DM2-V13-1R-4 206407002026 S Available

192168127  Omnieye Advanced Series  SR-C-AS-DM2-V13-IR-7 20E407001790 Available

115 Devices found
0 Devices selected

2 Video devices

0 Recording
devices

User Manual Argo Client Page 13 of 122



- Click [Scan] at the bottom right.
- Select devices and then click [Add]
- Username: Insert device username.

- Password: Insert device password.

Note: For different devices with the same username and password, you can select add

simultaneously. For devices with different usernames and passwords, you will need to

insert separately.

B. Add devices to recorder manually

(© Friday, June 07, 2024

-] =
Recorder on SPARK
STATISTICS V'
VIDEO DEVICES

1/0 MODULES OTHER SETTINGS

‘ Add device to recorder manually

VIDEO DEVICES

enable P range (D)

Address

- Click [Add] at the bottom right.

8:57 AM & admin@spark

STORAGE

- Brand: Select device brand name (below list for reference)

- Address: Insert device IP address

- Port: Insert device port number (default is 0)
- Enable IP range: insert desired IP range

- Username: Insert device username.

- Password: Insert device password.

Brand Description
AMTK AMTK devices
Generic If the camera model is displayed as unknown, the system can use
the Generic API for addition.
ICE ICE license plate recognition devices
User Manual Argo Client Page 14 of 122



LPR Reader License plate recognition devices
Milesight Milesight devices

ONVIF ONVIF compliant devices

Spark Spark devices

1.2.2 Edit video devices

Step 1. Edit camera
Edit camera
Enable camera

on @

Brand

Address Port

Username Password

Protocol

RTSP over TCP v

User Manual

er on SPARK/\K

VIDEO DEVICES 1/ MODULES

Enable camera: enable/disable camera

Argo Client

OTHER SETTINGS

Brand: selected during camera addition, cannot be modified.

STORAGE
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- Model: selected during camera addition, cannot be modified.
- Address: edit device IP address

- Port: edit device port number (default is 0)

- Username: edit device username.

- Password: edit device password.

- Protocol: select protocol (TCP/UDP/HTTP)

Step 2. Available profiles

Available profiles

ACTIVE STREAM NAME PROTOCOL RESOLUTION FPS TAGS

videostream 0 RTSP over TCP 1920x1080 30

videostream 1 RTSP over TCP 1280x720 5

videostream 2 RTSP over TCP 320x240

- Select the profile(s) to display (default is all enabled).

Step 3. Available recording streams

Available recording streams

ACTIVE STREAM NAME ARCHIVE RECORDING TYPE MAX RETENTION (0 UNLIMITED) TIME UNIT EDGE RECOVER

ACTIVE STREAM NAME ARCHIVE RECORDING TYPE MAX RETENTION (0 UNLIMITED) TIME UNIT EDGE RECOVER

Week's day [3IGEN v @ Edit days

[ ¢ Monday Saturday

|1 e jreprt ey Jrejprepeepeng jrepreprepnn Jrejrepreprng | Off off c
) 18 20:00 22

00:00 02:00 04:00 06:00 08:00 10:00 12:00 14:00 1600 8:0¢ 00 24:00

Tuesday Sunday

J 0
Selected time slot . [RESEIVEQ] : RESLEIYNQ]  (Interval duration: 24h : 00m) Off Off

Wednesday
Recording on event off
Continuous (no event-basecv'

Thursday

ACTIVE STREAM NAME ARCHIVE RECORDING TYPE ~ MAX RETENTION (O UNLIMITED) TIME UNIT off

j Friday
- off

A. Select the stream for recording

B. Archive: select folder for recording on hard drive. You need to add storage space first
(refer to Device 1.5 Storage)

C. Recording type: select recording schedule
- Always (24/7): Continuous recording (24 hours a day, 7 days a week).

- Scheduled: Select the recording time slot.
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LU SR BV Everyday v @

[reprepreprepreprepreprrprepreprrprepreprepreprepreprrpreprrprep e e
00:00 02:00 04:00 06:00 08:00 10:00 12:00 14:00 16:00 18:00 20:00 22:00 24:00

Selected time slot:  [RPRGFAVEQY] : EREGFEIVEQ]  (Interval duration: 01h: 00m)

- Add schedule: Click [+] and drag left or right to adjust the time slot, or input the

selected time slot.
- Delete schedule: Select the time slot you want to delete and click [-].

- Edit schedule: Select the time slot and drag left or right to adjust it, or input the
selected time slot.

Recording on event - Pre-recording time : Post recording :

D. Recording on event: select always (non-event triggered) or event.

- always (non-event triggered): records according to schedule.

- Event X: select event and set range of seconds for recording of pre and post event
triggers.

- Pre event recording: starts recording N seconds before the event is triggered.
- Post event recording: keeps recording N seconds after the event is triggered.
Recording range: 0 to 300 seconds

E. Max. retention: when the recording storage space is full, clearing space will retain
recording files from the previous N hours/days.

Note that if the maximum retention is 0, existing recording files will be overwritten

based on the actual disk size and recording will continue.

F. Time unit: select the time unit for maximum retention space.

Available recording streams

ACTIVE STREAM NAME ARCHIVE RECORDING TYPE  MAX RETENTION (0 UNLIMITED) TIME UNIT  EDGE RECOVER
= :
G. Edge Recover: select Recover from 24 hours ago/Disable, activate/deactivate edge
recover.

- Mechanism: prevents expected interruptions in recording caused by improper use
of camera cables or deterioration of network cables causing disconnection,
leading to the inability to trace past recording records.
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- Advantages: When the camera disconnects from the server, preventing recording
on the server’ s hard drive, it will instead record onto the camera’ s SD card.
Upon reconnection to the server, Argo’ s failover mechanism seamlessly
integrates the camera's recording into the server’ s hard drive, ensuring
uninterrupted recording.

- Camera and System Configuration

Divided into three parts: OMNIEYE camera settings, Argo Config system settings,
and Argo Client system settings.

For OMNIEYE cameras, please insert the IP address of the camera to configure
parameters for edge recover. The default IP address is 192.168.1.219

a. OMNIEYE camera settings

Step 1. Time settings
c OMNIEYE

SECURITY
Live View | Playback | Configuration |

@ Advanced ConfiguratioD . i
Basic Setting

2o Current Server time
Image
2024/06/07 16:44:38

Lens Control

Video Synchronization Mode

Network O Manually setting Date and Time
_ Date: 2024/05/23 Time: 10:40:57

Account Synchronize with PC

Event Source Date: 2024/06/07 Time: 16:44:38

Video Analytics (O Synchronize with NTP Server

Event Settin
9 Time Zone Setting

Time Zone [GMT+8 v

- In advanced settings click [System]

- Select [Date and Time]
Basic settings-Synchronization Mode: Click [Synchronize with PC].
Time zone settings- Select the correct time zone and click [Save].

E.g. for Taiwan time, select GMT+8.
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Step 2. Event Source - Time Schedule Settings

Live View | Playback | Configuration | [Sjle[IEl v

Basic Setting

-ﬁ- Advanced Configuration

Encode
Image

Lens Control
Video
Network
System
Account

Video Analytics
Event Setting

Enable Mode Trigger Interval F— s (5~3600)Sec

Handlers

{Alarm Out IAudio [Snapshot IRecording

oy IAudio Out O (Dstore to Edge Edae Record

e Recor

IAudio Sound T - [Dstore to FTP J

[Email

Enable O

ISubject

In advanced settings click [Event Source].
Select [Schedule]
In basic settings click [enable]

Basic settings - Process method - recording click [Edge record] then click
[Save]

Step 3. Event configuration- recording settings

Live View | Playback | Configuration | |Sgle/lfh] v

ﬁ- Advanced Configuration

Encode

Image

Lens Control
Video

Network
System
Account

Event Source
Video Analytics

m Record Setting | SD Card | Snapshot m HTTP Generic Event

Basic Setting
Record Type [ Video v
[Record Status | Continuous M
Tlp 576 5 T50~-100 MB)
Record Codec [H264 M

In advanced settings click [Event Setting]
Select [Record settings]

Basic settings- recording status select [continuous] and click [save]

Step 4. Event configuration - SD card

User Manual
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Live View | Playback | Configuration | [=ijle]iiy] v

mm Record Setting | SD Card | Snapshot m HTTP Generic Event

-a- Advanced Configuration . i
Basic Setting

Encode [Ovewvrite |On ~ | (Reserve 120MB) I

Image Status Working normally

Lens Control Capacity 234059(MB)

Video Free Space 194333(MB)

Network Encrypted Mode Off ~

System

Acvount SD Format

Event Source Download SD File

Video Analytics o June 2024 GO Select All @ No Folder name

- In advanced settings click [Event Setting]
- Select [SD card]
- Click [Format] to format the SD card and check if it is functioning properly

‘-.. --_|-;.|..L|-L‘-_‘s_‘

and if the capacity is correct.

- Itis recommended to enable the overwrite function (default is disabled).
Then click [Save].

b. Argo Config system configuration

Step 5. License

—x SUMMARY OF INSTALLED LICENSES PER CHANNEL

CHANNELS
LICENSE

LICENSE NAME TYPE USED AVAILABLE TOTAL EXPIRATION DATE STATUS
Omnieye Advanced Series channel license  Trial 2 9/15/2024
ONVIF channels license Trial P 9/15/2024

RFID reader license Trial 1 9/5/2024

- Check Argo license status to see if there is a channel available for the
OMNIEYE Advanced Series.

Step 6. Add device - video devices
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Add devices to recorder: Recorder on SPARK (spark )

Username Password

Protocol Filter *

l:‘ Select all available devices ALL e _

Selection Address Model name Product code MAC Address Vendor Status Added to recorders

192.168.1.24 Omnieye Advanced Series  SR-C-A5-DM2-V13-IR-8 20:E4: Spark Available
192.168.1.25 Omnieye Advanced Series  SR-C-A5-DM2-V13-IR-5 20:E4: Spark Awailable
192.168.1.26 Omnieye Advanced Series ~ SR-C-A5-DM2-V13-IR-4 20:E4; Spark Awailable
192.168.1.27 Omnieye Advanced Series  SR-C-A5-DM2-V13-IR-7 20:E4: Spark Available
192.168.1.28 Omnieye Advanced Series ~ SR-C-A5-DM2-V13-IR-11 20:E4: Spark Awailable

192.168.1.29 Omnieye Advanced Series  SR-C-A5-DM2-V13-IR-6 20:E4; Spark Available

114 Devices found
0  Devices selected

-  Please refer to 1.2.1

Step 7. Edit device - video devices

— .
Devices —— Recorder on SPARK
rder on SPARK STATISTICS V'

VIDEO DEVICES 1/0 MODULES OTHER SETTINGS STORAGE

VIDEO DEVICES MODEL NAME TATUS DEVICE NAME RECORDING ENABLED
1921682232  BM2 Ready Cameral No

192.168.2.17 BM2 Camera 2

1921682120 €

192.168.2.235

- Select device and click [edit]

- After selecting available profiles, set the failover setting to [Recover from 24
hours ago]

c. Argo Client system configuration
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Step 8. monitoring interface

2024-06-11
Spark_Channel_1 )8 :58 :38

- In Argo Client, select the camera for which you want to view the failover
recording, then click [Instant Replay].

Step 9. Replay

1024-06-11

Spark Channel .1~ 19 :05 233

- Select camera disconnection time slot to replay the failover recording.
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1.2.3 Delete video device

Recorder on SPARK

OTHER SETTINGS s INFO

Select all

VIDEQ DEVICES MODEL NAME
192.168. BM2
192.168.2.17 Camera 2

1921682120 B12000 Middle Bullet Camera  Ready ~ Camera 3

1921682235  SR-C-A2-DFI-F3-IR Ready ~Camerad

- Select the devices you want to delete and then click [delete] at the bottom right.

1.2.4 Preview video devices

Devices

NETWORK DATE AND TIME PROFILES ANALYTICS MAINTENANCE

| MAC ADDRESS

MAC ADDRESS

GATEWAY

1921682.1

PREFERRED DNS SERVER ALTERNATE DNS SERVER
1689511 0000

- Click [Preview]
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1.2.5 Video devices configurations

CX camera2

SPARK
PREVIEW Vv

NETWORK DATE AND TIME PROFILES ANALYTICS MAINTENANCE

MAC ADDRESS

DHCP

off a»

PREFERRED DNS SERVER ALTERNATE DNS SERVER

16895.1.1 0000

o wrre posr

HTTP PORT

RSP PORT

- Network: edit device network settings
- MAC address: unable to edit.

INFO

- IPV4: When DHCP is enabled, you can edit the IP address, subnet mask, and

gateway.

- When automatic acquisition of DNS server addresses is enabled, you can edit the

preferred DNS server and alternate DNS server.
- HTTP PORT: modify the HTTP port address if needed.
- RTSP PORT: modify the RTSP port address if needed.

NETWORK DATE AND TIME PROFILES ANALYTICS

CURRENT DATE AND TIME

DATE AND

TIME
CURRENT PC DATE AND TIME

MANUAL SETTINGS
On [ ]

Synchronize with client PC

off a»

SYNCHRONIZE WITH NTP

off ... Cll

- Date and time: Edit device date and time settings.

MAINTENANCE

- Date and Time: Browse current date and time, and computer date and time.
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NETWORK DATE AND TIME PROFILES ANALYTICS MAINTENANCE

CURRENT DATE AND TIME

DATE AND

TIME
CURRENT PC DATE AND TIME

MANUAL SETTINGS
off a»

SYNCHRONIZE WITH NTP
on L ]

Server 1

pool.ntp.org Test

e properly tl
y and DNS server network settings.

- Sync: Enable manual settings to turn on/off synchronization with the client and
NTP synchronization.

- Server 1~3 Dialogs input NTP server address and click test to check NTP status.

NETWORK DATE AND TIME PROFILES ANALYTICS MAINTENANCE

SELECT STREAM NMAME PROTOCOL CO RESOLUTION FPS ENABLED

PROFILES videostream 0 RTSP over TCP 1920x1080 30

videostream 1 RTSP over TCP 1280x720 5

videostream 2 RTSP over TCP 320x240 30

NETWORK DATE AND TIME PROFILES ANALYTICS MAINTENANCE

Motion Tampering

Loitering

Q

Departure Withdrawn Adverseway

ﬁ

Abandon

- Analytics: preview device video analytics status.
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NETWORK DATE AND TIME PROFILES ANALYTICS MAINTENANCE

REBOOT

f0O 'w.l BACKUP
BACKUP AND

RESTORE
RESTORE DEFAULTS

Resto

RESTORE WITH FILE

FIRMWARE

- Maintenance: edit device maintenance settings.
- Reboot: Restart device.
- Backup: Backup device settings.
- Restore: Restore device settings.
- Firmware: Update firmware version of the camera.

NETWORK DATE AND TIME PROFILES ANALYTICS MAINTENANCE

MOCDEL NAME
BM2

ADDRESS
192.168.2.17

VENDOR
Spark

SERIAL NUMBER
AS213000055

PRODUCT CODE
SR-C-A5-BM2-V13-IR

FIRMWARE VERSION
01.21.1.8.25051

DEVICE NAME

Camera 2

- Info: browse device information
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p. 8

© Tuesday, June 11,2024 100142 AM | & admin@sparkepk

1.2.6 Open device web interface

=4 CXx )
g Devices Sax Camera?2
PREVIEW

NETWORK DATE AND TIME PROFILES ANALYTICS MAINTENANCE

PRODUCT CODE
SR-C-AS-BM2-V13-IR

SECURITY

FIRMWARE VERSION

O) OMNIEYE

01211825051

DEVICE NAME
Camera 2

- Click on [Open Web Ul]

- Username: insert username
- Password: insert password

- Language: select language
13 1/0 Module

1.3.1 Add I/0 module (Scan devices/Add device to recorder manually)
A. Scan device

er on SPARK

VIDEO DEVICES 1/0 MOBULES OTHER SETTINGS STORAGE INFO

192168219 Pongee  UHFION Ready O Module2

Add /0 modules to recorder: Recorder on SPARK (spark)

MAC Address

2POR2  0OODEDS483D4  ICPDAS
000DE064:83:04
OOODEOSTOCEF  ICPDAS

1DS-T15 Rev8  0OODEDEIOCEF

- Click on [Scan]

- Select I/0 modules you want to add
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B. Add devicews to recorder manually I/O modules

(© Tuesday, June 11, 2024 102004 AM | & ad

:’ Recorder on SPARK

sTATISTICS
VIDEO DEVICES 1/0 MODULES OTHER SETTINGS STORAGE INFO
; Select all
Vo MoouLes SELECT ADDRESS VENDOR MODELNAME STATUS DEVICE NAME
19216829  ICPDAS (ET-PD2POR2  Ready 1/O Module 1

| 192168219 pongee  UHFION Ready  1/0 Module 2

A & /O Modules

Add device to recorder manually

- Click on [Add]
- Name: insert I/O module name
- Enter the device port number (default is O, for Pongee devices enter 4001).

- Brand: select I/0 module brand

Brand Description

Advantech Advantech’ s /O module for connecting DIDO devices
Pongee Pongee’ s 1/0O modules: RFID reader

ICPDAS ICPDASs I/0O module for connecting DIDO devices
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1.3.2 Edit 1/0 modules

VIDEO DEVICES 1/© MODULES OTHER SETTINGS STORAGE

MODEL NAME  STATUS

19216829  ICPDAS  ET-PD2POR2  Ready 1/ Module 1

‘ | 192168219  Pongee  UHFIO! Ready  1/0 Module 2

<& Edit I/O module

Enabled
an -
Name.

Brand

Address POrt b or mpty vaoe meses detoult

- Select the I/O module you want to edit and click [Edit]

- Enable I/O device: enable/disable /0O device
Name: edit device name
- IP address: editing IP address might render the device unusable

- Port: Edit device port number (default is O, for Pongee devices enter 4001).

1.3.3 Delete I/0 modules
VIDEQ DEVICES \/D MODULES OTHER SETTINGS STORAGE

| selectall

1/0 MODULES SELECT ADDRESS VENDOR MODEL NAME  STATUS  DEVICE NAME

192.168.2.9 ICPDAS  tET-PD2POR2  Ready  1/O Module 1

192.168.2.19  Pongee  UHFI01 Ready  1/O Module 2

2 1/0 Modules

- Select the I/O module you want to delete and click [Delete]
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1.3.4 Browse I/0 modules information and status

@ Tuesday. June 11, 2024 103446 AM &

<> /0 Module 1

ouTPUTS
sTATUS

- Information: View 1/O module information.
- Input Status: View input status through indicator lights.

- Output Status: View output activation status through indicator lights.
1.4 Other settings

1.4.1 Database options

(© Tuesday, June 11, 2024 10:36:42 AM &4 admin@sparkapk
. . . -
(7 &° Devices — Recorder on SPARK/"K
STATISTICS V'

VIDEO DEVICES 1/0 MODULES OTHER SETTINGS STORAGE INFO

Al DataBase

Split file interval

ALPR DataBase

Split file interval

Event Manager DataBase

split file interval

DB Storage Path

SELECT TYPE DRIVE MAXSIZE  FREE SPACE
@ disk C\ 2372368 12569GB
O disk DA 9N39GE  I2MIGE

A. Al Database: Records usage data related to Al functions in Spark Recorder.

B. Al License Plate Recognition Database: Records usage data related to license plate
recognition functions in Spark Recorder.

C. Event Management Database: Records usage data related to event management
functions in Spark Recorder.
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- File Split Interval: Interval of time for database record files. Click [+] / [-] to
increase/decrease the number of days.

- Retention Days: When the database record file storage space is full, specify the
number of hours/days of recording files to retain before the current day. Click [+] / [-]
to increase/decrease the number of days.

Note: File split interval ranges from 1 to 100 days, retention days range from 10 to
1000 days.

D. Database Storage Directory: Directory on the hard drive where the database can be

stored in Spark Recorder.

1.4.2 External Network Settings

@
EXTERNAL

NETWORK External IP
SETTINGS

I Public ip address and port

0.0.04
Port Forwording

0 (0 ~ 65535)
Listen port

20842 (0 ~ 65535)

- External address: the local WAN (Wide Area Network) IP address used for external
communication. This function supports switching to sending short links via Line Notify.

- Communication Forwarding Port: insert the port number used as the external
communication port to the router.

Port Range: 0 to 65535 [Default value: 20842]

- Listening Port: insert the port number used by Argo to receive data.
Port Range: 0 to 65535 [Default value: 20842]
Note:

a. Short links can replace sending photos via LINE Notify, avoiding reaching the limit
of sending photos via LINE.

b. The WAN IP address can be checked using https://www.whatismyip.com.tw/tw/

¢. The router must support Port Forwarding functionality to set up port forwarding.
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d. It is recommended to disable the computer firewall to ensure this function operates
correctly.

e.Use NGROK forwarding service for communication port redirection settings.

Applying for Ngrok Account Tutorial Requires Application on a Computer

Step 1: Use Google or Edge to search for Ngrok and go to the official Ngrok website at

Step 2: Click "Sign Up" to start the process.

ng rOk Platform Use cases Blog Resources Docs Pricing Get ngrok Sign up

Unified Ingress Platform

for developers

ngrok combines your reverse proxy, firewall, APl gateway, and
global load balancing to deliver apps and APls.

Sign up for free echnical documentation -
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Step 3: Enter Ngrok name, email, and password to log in.

ngrok

Signup

Name

Email

Bgmail.com

Password

sessssee Frt

™

reCAPTCHA

EALNE -

[] zresss

| accept the terms of service and privacy policy

Sign up |

Step4.Go to the email inbox to confirm the account.

ngrok

Verify Emall

A verification email has been sent to @gmail.com

Click the link in the email to verify your account

[ Cancel ][ Resend email Go to Gmail

Step 5. Click the link in the email to confirm the account.
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= M Gmalil Q, Search mail e
<« B © @ B O & m D
¢/ Compose
Verify email address for ngrok.com inbex
Ed Inbox
ﬁ Starred ngrﬂk <no-reply@ngrok.com=
Snoozed tome =
B Sent Please verify your email address
[ Drafts
Use the following link te confirm your email address:
v More https://dashboard.ngrok.com/email/confirmation?code=omTLNosvc25SqF XkcY 4Zs4&signup=true
[ ol N If you did not sign up for ngrok, please ignore this email

Step 6. Ngrok will display a QR code and authentication code. It is recommended to use a
smartphone to scan the QR code for authentication. Click "Next" to proceed.

Note: Please complete Step 6 before clicking "Next". You can use the Microsoft
Authenticator app or Google Authenticator app to scan for authentication.

nqgrok

Multi-factor Authentication

Use an authenticator app like 1Password, Google Authenticator, or
Microsoft Authenticator to generate one-time passwords that are
used as a second factor when you sign in to ngrok.

Enable or disable MFA at any time in the User Settings page.

Scan the QR code using your authenticator app

Or enter the code below into the authenticator app

ULE QG

w (23

Step 7. Open the Authenticator app and scan the QR code to obtain a six-digit
authentication code.
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10:58

A TS = Authenticator

aRBENRHERAT

] THERRRES >
= @spark-security.com.tw
Fith (Google + Facebook ) >
R Microsoft
@gmail.com
B EARS
24 QR LB @ ngrok
{&F8 Microsoft IEE B A som.tw

N 081 069 ®

Step 8. Enter the six-digit code generated by the Authenticator app and click "Continue".

ngrok

Device Activation

Enter the code displayed on your device.

Back to GR Code

ngrok staff will never ask you to enter a code on
this page.

Step 9. Backup and store the recovery code for future account management.
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ngrok

Recovery codes

r your account in case you lose

ely as a passwerd, We recommend

ch as 1Password, KeePassXC, or

If you cannot find these codes, you will lose access to your account.

FKA9KUMTUM XINYAA2PWS
Y3VZ3W3SEZ EVY4ZQT7Q0Q
PXXNR7VQE3 AAS2JIFCAH
HBRMGGMG2G YEXCSPWQUS
TWBTVTAYA3 3A2243JFIR
@ Copy to clipboard o, Download

I've saved my recovery codes

Step 10. Download the Ngrok program file.

Agent

. .
B Windows

Choose another platform

Installation

Chocolatey Download

Download a standalone executable with zero run time dependencies. Don’t know your architecture?

Help me find it.

Ej Download for Windows (64-Bit) [) Download for Windows (32-Bit)

Step 11. After logging into Ngrok, copy the authentication configuration command and
grant permission.

Installation

Chocolatey Download

Install ngrok via Chocolatey with the following command:

choco install ngrok

Run the following command to add your authtoken to the default ngrok.yml configuration file.

ngrok config add-authtoken 2a2Ze _4GVnoDNeX5U3KGhkKB1Eff

Step 12. Open ngrok.exe executable file and paste the authentication configuration
command, then press Enter.

User Manual Argo Client Page 36 of 122

A



O FRHEIEES: ngrok.exe - B X + v

D:\Download\ngrok-v3-stable-windows—-amd64>ngrok config add-authtoken 2a2

Step 13. Enter ngrok.exe http 20842 and press Enter to obtain the URL for port forwarding
(highlighted in red).

ngrok is a command line application, try typing 'ngrok.exe http 80'
at this terminal prompt to expose port 80.
D:\Download\ngrok-v3-stable-windows—-amd64>ngrok.exe http 20842

@) FHERS: ngrok.exe - L. X

ngrok (Ctrl+C to quit)

Account - - @gmail.com (Plan: Free)

Version 3.10.0

Region Japan (jp)

Latency 35ms

Web Interface http://127.0.0.1:4040

Forwarding https://7c37-1-171-31-U4uU.ngrok—free.app| —> http://localhost:20842

Connections ttl opn rtl rt5 p50 poo
[¢] [°] 0.00 0.00 0.00 0.00

Step 14. Paste the forwarding port URL into the IP address field of the External Network
Settings in Argo, then click "Save" to complete the setup.
@

EXTERNAL
NETWORK External IP

| Public ip address and port

SETTINGS https://52fc-1-171-29-30.ngrok-
Port Forwording

0 (0 ~ 65535)

Listen port

20842 (0 ~ 65535)
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1.4.3 LPR upload setting

R
B !

LPR FTP uploading
LPR UPLOAD

SETTING QB cneble

Path

ftp://192.168.2.22 (ftp://ip address)

Username

spark
Password

spa rki
Temporary Folder

C:\ProgramData\Spark\jpeg_tmp

- License plate recognition upload settings:

- Once enabled, license plate recognition data will be uploaded via FTP.

- Path: insert the path in the format ftp://ip address.
- Username: insert the FTP username.

- Password: insert the FTP password.

- Temporary folder: insert the path of the temporary folder [default value 20842].

1.4.4 Web server settings

| Web Server
WEB SERVER .

SETTINGS

(80, 1025 ~ 85533)

- Once enabled, you can use web server to monitor
- Port: insert port number
Range: 80, 1025~65535
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1.5 Storage

1.5.1 Add Archive

:3 Recorder on SPARK

STATISTICS

VIDEO DEVICES 1/0 MODULES OTHER SETTINGS STORAGE

ARCHIVE VOLUMES
8.00 ¢ DRIVE MAX SIZE

[:2% 128.00 GB ou

CAMERAS LIST
ADDRESS MODEL NAME DEVICE NAME

192168217 BM2 Camera 2

1921682120  B12000 Middle Bullet Camera  Camera 3

Edit archive

T TYPE DRIVE CAPACITY  FREE SPACE VOLUME SIZE MOUNT STATUS
disk €\ 23723GB  11557GB 1000GB  +MB +GB MIN SIZE MAX SIZE

; |
- Click on the bottom right [Add]

I Add e

- File name: insert name the recording file
- File size: select file size (32/64/128MB)

- Volume settings: select the hard drive(s) you want to add to the storage space

Volume settings

SELECT TYPE DRIVE CAPACITY FREE SPACE VOLUME SIZE MOUNT STATUS

I:I disk C\ 237.23 GB 115.54 GB T GB —MB 10.00 GB +MB +GB +TE MIN SIZE MAX SIZE

Mounted

- Disk Partition Size: Click [+] to increase recording storage space, click [-] to decrease
recording storage space.
Note: 1. The minimum size for disk partition is 10GB, and the maximum size is the

capacity of the hard drive itself.

2. At least 500MB of disk space needs to be reserved to properly allocate storage
space.
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1.5.2 Edit storage

VIDEO DEVICES 1/0 MODULES OTHER SETTINGS STORAGE

e STIE ARCHIVE VOLUMES
Size: 128.00 GB DRIVE MAX SIZE MOUNT STATUS

Status: Available DA\ 128.00 GB Mounted

CCAMERAS LIST

ADDRESS MODEL NAME DEVICE NAME

192.168.2.17 BM2 Camera 2
192.168.2120  B12000 Middle Bullet Camera  Camera 3

Edit archive
Archive name

Archive

Volume settings

SELECT TYPE DRIVE CAPACITY  FREE SPACE VOLUME SIZE MOUNT STATUS
D disk €\ 23723GB 115.54 GB 100068 +MB +GB MIN SIZE MAX SIZE

disk D\ 93139 GB 312.81G8 —GB —MB 12800GB +MB +GB MIN SIZE MAXSIZE  Mounted

Click on the storage space you want to edit and then click on [Edit] on the left.

Note : Editing the archive size may cause breaks in streams recording.

1.5.3 Delete storage

VIDEO DEVICES I/O MODULES OTHER SETTINGS STORAGE

STORAGE ARCHIVE VOLUMES
Size: 128.00 GB DRIVE MAX SIZE MOUNT STATUS

Status: Available D:\ 128.00 GB Mounted

CAMERAS LIST

ADDRESS MODEL NAME DEVICE NAME

192.168.2.17 BM2 Camera 2

192.168.2.120  B12000 Middle Bullet Camera  Camera 3

- Click on the storage space you want to delete and then click on [Delete] on the left.
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1.6 Information

1.6.1 Information

VIDEO DEVICES 1/O MODULES OTHER SETTINGS STORAGE

RECORDER NAME
Recorder on SPARK/J\K
ADDRESS

sparkapk - 192.168.2.240
SPARK PROTOCOL PORT
20840

STREAMING PORT
20833

LISTEN PORT
20842

- Browse the recorder name/address/SPARK protocol port/streaming port/listen port.

1.6.2 Installed services

INSTALLED SERVICES RECAP
INSTALLED

SERVICES

AMNALYTICS DATA COLLECTION SERVICES
INDEXING SERVICE

EVENTS AND ALARMS MANAGEMENT
SPARK Al SERVICE

AUTHENTICATION AUTHORITY

LINE MESSAGING SERVICE

DEVICES MANAGEMENT

RECORDING SERVICE

HEALTH DOCTOR

SYSTEM MANAGEMENT

LICENSE PROVIDER

ACCESS CONTROL

- Installed services content

1.6.3 License summary

e

LICENSE
SUMMARY Omnieye Advanced Series channel license Trial 2 6 8 9/15/2024 OK

NAME TYPE USED AVAILABLE TOTAL EXPIRATION DATE STATUS

ONVIF channels license Trial 2 6 8 9/15/2024 OK
RFID reader license Trial 1 0 1 9/5/2024 OK
Al Service Human Detection Integration License(28062C4C)  Trial 9/15/2024 OK

Argo integration license Trial 9/30/2024 OK

1/0 Modules activation license Trial 9/30/2024 OK

- Browse license overview and status

17 Spark Al services
1.7.1 Spark Al devices

A. Overview of Spark Al devices
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- Spark Al device serial number / status / license type (Human detection / vehicle
detection / LPR)

@‘} Spark Al Service

SPARK Al DEVICE Al ANALYTICS

SPARK Al DEVICE Al ANALYTICS

- Select Spark Al device you want to delete and click [Delete]

Note: When deleting, the Spark Al key must be offline first.
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1.7.2 Spark Al device camera

1.7.2.1 Add camera to Spark Al service

CAMERAS LIST

i ANALYTICS ENABLED 1P ADDRES MODEL NAME

ce - Human Detection

Add camera to Spark Al Service

(7] wawarzer weamen
[ wewezn o

- Click on the bottom right [Add]
- Select the cameras you want to add to the Spark Al service

- Select camera profile

User Manual Argo Client
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1.7.2.2 Edit camera on Spark Al services

CAMERAS LIST

(W] selectal

CAMERAS LIST T NAME ANALYTICS ENABLED IP

Al_2.120_Object Human Detection ~ 192.168.2.120

v/ AnalyticsStreamPerimeter2 Human Detection 192.168.1.247

Edit analytics stream

Name

Analytics enabled
on

Mark detection result
off

Select a new stream for analytics (the true value indicates which stream is actually used)

NA RESOLUTION FPS CODEC
videostream ProfileToken 1 1920x1080 25 H264 Yoo
videostream ProfileToken 2 640x480 25 H264 No

Detections settings
Detections list Supported detections

area detection area detection

2 Cameras

[Edit]

5" Devices

MODEL NAME DEVICE NAME ORIGIN
B12000 Middle Bullet Camera  Camera 3 videostream 1

IPCamera Camera 5 videostream ProfileToken_1

Camera 5

© Wednesday, January 31, 2024 09:52:58 £4 | & admin@desktop-6kbnSSa

K SPARK_Demo_TV

BE A
©x Video devices

1/0 Modules
A @D} Spark Al Senvice
~ @ fK:‘lA' Device - Human Detection

X SPARK Demo_TV

2161252

wicfizht

Edit analytics stream

Name

Analytics enabled
on

Mark detection result
off

Select a new stream for analytics (the true value indicates which stream is actually used)
NAME RESOLUTION FPS CODEC PROFILE SELECTED
videostream ProfileToken 1 1920x1080 25 H264  Yes

videostream ProfileToken 2 640x480 25 H264 No

Detections settings
Detections list Supported detections

X Cameras

eb Ul

- Enable video analytics: once enabled, you can see detected objects outlined in red.
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Spark_Channel_1

X Camera5

Mark detection result
on
Select a new stream for analytic ich stream is actually used)

NAME R (OFILE SELECTED

videostream ProfileToken 1 1920x1080 25 H264 Yes

videostream ProfileToken 2 640x480 25 H264 No

Detections settings
Detecti Supported detections

area detection

Marked detection results: When enabled, images of detected objects will be
surrounded by red boxes and displayed in the Al service client monitoring window.

- Detection area settings: Edit detection area for the Spark Al service camera.

a. Add detection area list

Detections settings Add action
Detections list Supported detections

Right detection Left_detection
Left_detection Right detection Rule name

Left_detection

Score (1: Sensitivity level high; 9: Accuracy level high)

Supported objects

-

- Click on the bottom left [+]

- Rule name:; insert a name for the detection area

- Score: select the sensitivity and accuracy of the detection area. The lower the
score, the easier it is to detect objects, and the higher the score, the higher the
accuracy. Range: 1-9

- Supported objects : select object type
Person detection - detect human (default)

Vehicle detection - bicycle, car, motorcycle, bus, trucks

- Right screen: Drag to adjust the detection area
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b. Execute detection area

Detections settings
Detections list Supported detections

Right detection Left_detection
Left_detection Right detection

- Apply to Execute Area Detection: Select the area list for detection and click [>]
-  Delete Executing Area Detection: Select the area detection you want to delete
and click on the bottom left [-]

c. Edit the List of Selectable Areas

ion
Supported detections.

wle na
Left_detection

Score (1: Sensitivity level high; 9: Accuracy level high)

Supported objects

- Select the selectable area detection you want to edit and click on &

d. Delete selectable area list

Detections settings
Detections list Supported detections

Right detection Left_detection
.Left_datection Right detection

- Select the selectable area list you want to delete and click on the bottom left

[-]
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1.7.2.3 Delete camera on Spark Al

CAMERAS LIST

CAMERAS LIST

Al 2120 _Object ui X 812000 Middle Bul

/| AnalyticsStreamPerimeter2  Human Detection  192.168.1.247  IPCamera Camera 5 videostream ProfileToken 2

- Select the cameras you want to delete from the Spark Al service and click on the
bottom right [Delete]

1.7.2.4 Information

} & Devices

$ Recorder on SPARK/J\K
CAMERAS LIST
v ©4 Video devices

V & 1/0 Modules

A @D) spark Al Service i SERIAL NUMBER
28062C4C

Spark Al Device - Human Detection
A pa
28062CAC

LICENSE TYPE

Human Detection

COUNT
(Cx Cameras 4

192.168.1.247

- Browse Spark Al detection device information (Serial number/ License type/ Count).

1.7.3 Al analytics (fire detection/smoke detection)

A. Overview Al analytics

- Al analytics license status / enable Al analytics / IP address / port / function / device

name

- Functions: Fire detection/Smoke detection
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@BY  Spark Al Service

Al ANALYTICS

T LC NALY o DEVICE NAME

Fire Al

jetection  Smack Al

SPARK Al DEVICE Al ANALYTICS

NALYTICS ENABLED ADDRESS  PORT  FU DEVICE NAME
19216828 9923 Fire Al

19216828 9925  Smx tion  Smaok Al

Add server manually

Name

Function

Fire detection v

- Click on the bottom right [Add]

- Name: The name of the server you want to add
- IP Address: The IP address you want to add

- Function: Fire detection / Smoke detection

C. Edit server information
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@ Spark Al Service

Al ANALYTICS

Al ANALYTICS

19216828 9923 Fire detection

192.168.28 9925 Smoke detection Smaok Al
Edit server information

Analytics enabled

on (o]

Name
Address

192.168.2.8

Function

Smoke detection

Save Cancel

- Select device you want to edit and click [Edit]

D. Delete server

Spark Al Service

SPARK Al DEVICE Al ANALYTICS

Fire Al

iytics-Fire Detection 19216828 9925  Smoke detection  Smaok Al

ke Detection

- Select device you want to delete and click [Delete]

E. Information
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Video devices

/O Modules

~ @} Spark Al Service

LICENSED
Yes

@ Al Analytics-Fire Detection

@ Al Analytics-Smoke Detection

ANALYTICS ENABLED

True

ADDRESS
192.168.2.8

PORT

9923
FUNCTION
FireDetection
DEVICE NAME
Fire Al

- Browse Al video analytics - fire detection/smoke detection device information

Information: license status / video analytics status / IP address / port / functions /

device name

F. IVA(RTSP/IP address) execute settings

#y Flame CH=2

ALG Pm.'m Alarm

Yadeo Sousce
IC W sers\W e \Deskop\TDVIV A
Server v2/Fuell ava

HTTP POST Event URLs

hetp #7192.168.1.10:9901 FureDetectic

Restore Save Apply

System Info
-17 11:34:33) DLL Product Verson=100.13
-17 11:34:33] DLL Fide Vermon=100.13
-17 11°2433] alg inat
8-17 11:34:33] (stream) re-open vadeo
8-17 11:34.03] (X) send event : hatp 4192 168.1.10.9901 FreDetection , {FMIESH
<17 11:34:00]) (O) send event - hitp 4127 0.0.1 31000/Event/,

Image View  Smanthot 19,378 Drw mwimfo

" i

4 seconds

- Click [Settings]
- Insert RTSP and IP address then click [Save]

1.8 Server

1.8.1.1 Primary server and secondary servers

- Mechanism: having primary server and secondary servers allows unified remote

monitoring of multiple servers through the primary server.
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- Add secondary servers/failover server or delete server, follow below steps:

Master

q P
PN

- N i N
Failover N Failover 1 Slavel Slave2 Slave N

\ 4 \ 4 \ 4 \ 4 A4
&R &R PN

User Manual Argo Client Page 51 of 122



1.8.1.2 Add server

£ Devices

A
T argo-test-pe - 192.1

~D Recorder on DESKTOP-119NDS)
v B Video devices
v I/0 Modules

v @} Spark Al Service

Add server manually

Host Connection port

Network password

Node to add profile:

@ Slave Recorder
O FailOver Recorder

DETAILS AUTHENTICATION ADVANCED

G Edit server information

Cancel

- Click [Add]

Add server manually

Connection port

Network password

Node to add profile:

@ Slave Recorder
O FailOver Recorder
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Step 1. Insert server information
- Server: Insert server IP address
- Connection port: insert connection port (main port)

- Password: insert server password

Step 2. Select server type
- Server type: Slave Recorder / Failover Recorder
- Slave Recorder: add other servers to the device list for unified management.

- Failover Recorder: If the primary server loses connection, the failover server will
take its place to ensure continuous recording without any loss of video records.

Step 3. Edit server settings

a. Details

DETAILS AUTHENTICATION ADVANMNCED

m Edit server information

Cancel

- Edit server information: enable to edit server name.

Note: You can modify parameters related to inviting network nodes, but using this
feature may involve risks.

b. Permissions

m Leave authentication authority enabled (if available)

this option t ith the invited node will be available, resulting in
re than one authentic

) this option an ex il monitored and mirrored making the
.jl on .'||_|”'|- il [a] 1 one
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- Leave authentication authority enabled: When enabled, if the main control
machine fails to authorize, the server can authenticate users to access.

c. Advanced

DETAILS AUTHENTICATION ADVANCED

m No direct connection to the server

ind a network that changes the node address time to time not allowing the

etwork

netw

m Use specified address for master

The master server is behind a NAT network and use this following address as its public address

- No direct connection to the server: enable to prevent other servers from directly
contacting this server's network address.
Note: The address of the server may change periodically, so other servers cannot
use a fixed address to contact it.
- Use a specific address for master: enable to input the external WAN IP address to
allow devices outside the local network to connect to this server's network
address.
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1.8.1.3 Delete server

7 5® Devices

+ &= Recorder on DESKTOP-6KBN55A

T deskiop-6kinSa -

v = Slave 1

soa-pe - 192,168,247

g Failover
REOn-test-pc - 192.168.1.249

- Click [Delete]
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1.9 View mode

& beices Hierarchy mode o & peies List mode

A~ ER Recorder on SPARK/\K Device type Filter
& sparksipk - 192.168.2.240 o >

~ &5, Video devices _
ADDRESS DEVICE TYPE MODEL NAME DEVICE NAME

q Camera 1 192.168.2.232 Omnieye Advanced Series BM2 Camera 1
192.168.2.17 Omnieye Advanced Series BM2 Camera 2
192.168.2.120 Spark Camera B1 2000 Middle Bullet Camera Camera 3

192.168.2.235 ONVIF Camera SR-C-A2-DF1-F3-IR Camera 4

19216829  ICPDAS I/O Module tET-PD2POR2 1/O Madule 1
192.1682.19 Pongee |/O Module UHF101 1/O Module 2
192.168.2.240 Recorder Recorder on SPARK/\K Recorder on 5
1/0 Modules ) Spark Al Device SR-VMS-USBKEY Spark Al Key(z

oo VO Module 1

192.168.29

a‘ I/0 Module 2
T 9

68,
~ @} Spark Al Service

Spark Al Device - Human Detection

2B0B2CAC

= Camera 3

-  Different viewing modes available for the devices: hierarchy mode / list mode

User Manual Argo Client Page 56 of 122



2.USER MANAGEMENT
2.1 Password settings
1. Configure users password

SETTINGS GROUPS USERS CLIENTS SESSIONS

Password duration rules:

O Maximum number of days of validity -

Password length rules:

Q Minimum password length

Password complexity rules:

Q Enable complex password rules
Complexity:

Lower case characters

Upper case characters

Numeric characters

Special characters

- Password duration rules
Maximum number of days of validity: when the password usage reaches the maximum
validity period, it expires and requires resetting. The range of days is from 5 to 100
days.
Number of days before the password expires that a warning message should appear:
receive a reminder N days before the password expires. The range of days for
reminders is from 1 to 100 days.

- Password length rules: set the minimum password length. The range of length can be
from 5 to 100 characters.

- Password complexity rules: set advanced password rules to increase password
complexity.

- Complexity: lowercase characters / uppercase characters / Numeric characters / special
characters.
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22  Groups
2.2.1 Create groups
- Create groups to classify user access schedules and permissions.

Create a group

1 & Users Management

Administrators

Group name

Cancel

Click [+]

- Group name: insert name for user group

2.2.2 Set schedules for each group

Edit days

Monday Saturday

off Off
SETTINGS GROUPS CLIENTS SES,

Tuesday Sunday
off off
Wednesday

Week's day Everyday v ® off
R EEE—————————————————————————e
off

Friday
off

PELprrrrrprrrrrprernrprnnreg Pprerrrprerrrpenerrprerrrpeeenn
00 04:00 05:00 06:00 700 0800  09:00 0:00 00 00 3:00 14:00 500 6:00 17:00

04: 1 1

Selected time slot 3 (Interval duration: 00h : 30m)
- Add time slot: Click [+] and adjust time slot by dragging left/right or inputting desired

time
- Delete time slot: select the time slot you want to delete and click [-]
- Edit time slot: adjust the time slot by dragging left/right or inputting desired time

Note: minimum time interval is 1 hour, maximum is 24 hours.
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2.2.3 Set permissions for each group:

- Allocate permissions for different groups

CAMERAS

CAMERA

.
@, 170 Module 2
B GX camera2
[ T= camera3
[ X Camera s

QUADS AND FOLDERS CONFIGURATION USERS EVENTS AND ALARMS ACCESS CONTROL

Oluve ClpLaveack Olexport [IMANUAL RECORDING Oprz

Dlauxes

- Cameras: select the camera, I/0O modules or devices that the group can manage.

Function includes: live, replay, export, manual recording, PTZ, Auxes(I/O output).

CAMERAS

Spark_e-Map
Spark_Channel_1

QUADS AND FOLDERS

CONFIGURATION EVENTS AND ALARMS ACCESS CONTROL

L JAccEss

[l
[

Quads and folders: select the screens that the group can view. Once enabled, the

group can view these monitoring screens in the Argo Client.

Configuration: enable/disable configurations that the group can manage.

A

Option

Description

Configuration Client
Access

When disabled, users of the selected group will not be able to
access Argo Config.

Video configuration

When disabled, users of the selected group will not be able to
access video configuration on Argo Config.

Recording
configuration

When disabled, users of the selected group will not be able to
access recording configuration on Argo Config.

Events and alarms

configuration

When disabled, users of the selected group will not be able to
access events and alarms configuration on Argo Config.

Access control

configuration

When disabled, users of the selected group will not be able to
access access control configuration on Argo Config.

Video analytics
configuration

When disabled, users of the selected group will not be able to
access video analytics configuration on Argo Config.
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Logs visualization

When disabled, users of the selected group will not be able to
access log on Argo Config.

Backup and restore
operations

When disabled, users of the selected group will not be able to
perform backup or restore on Argo Config.

Licenses configuration

When disabled, users of the selected group will not be able to
access the license page on Argo Config.

Maps Configuration &
Access

When disabled, users of the selected group will not be able to
access or configure maps on Argo Config.

Quads Configurations

When disabled, users of the selected group will not be able to
access or configure live view formaton Argo Config.

- User grants: set user configuration that the group can manage.

Options

Description

Configuration Client

When disabled, users of the selected group will not be able to

Access access Argo Config.
Create/Edit/Delete When disabled, users of the selected group will not be able to
Groups create/edit/delete groups on Argo Config.

Create/Edit/Delete Users

When disabled, users of the selected group will not be able to
create/edit/delete users on Argo Config.

Edit/Logout User
Sessions

When disabled, users of the selected group will not be able to

edit/logout other users’ sessions on Argo Config.

Change User Password

When disabled, users of the selected group will not be able to

password on Argo Config.

- Event and alarm grants: set event and alarm configuration that the group can manage.

Options Description

Force alarms When disabled, users of the selected group will not be able to

acknowledge force alarm acknowledgment on Argo Config.

Trigger alarms When disabled, users of the selected group will not be able to

manually trigger alarm on Argo Config.

Forward alarms When disabled, users of the selected group will not be able to

forward alarm on Argo Config.
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- Access control: set access control configuration that the group can manage.

Options Description

Live events When disabled, users of the selected group will not be able to

live view access control events on Argo Client.

History search When disabled, users of the selected group will not be able to
search for the record of the accessed ID on Argo Client.

Manage When disabled, users of the selected group will not be able to
manage ID with access permission on Argo Config.

Export When disabled, users of the selected group will not be able to

export the list of ID with access permission on Argo Config.

2.2.4 Delete group

ARGO CONFIG

S8 Users Management

Users

- Select group and click [-]
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2.3 User

2.3.1 Add user

Y & Users Management

SETTINGS GROUPS CLIENTS SESSIONS

Add new user

8Q Administrators

admin

Username

Add new user

Password

Confirm password

m User password never expires
m User must change password

Cancel

- Click [+]

- Group: select the group to which the user belongs. Default options include User
Group/Administrator Group.

- Username: set user's account name, with a minimum length of 5 characters.

- Password: set the user's login password.

- Confirm password: re-enter the password for confirmation.

- User password never expires: when enabled, the user's password is not subject to

password expiration rules.

- User must change password: when enabled, the user must change the password upon
login.
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2.3.2 Delete User

J )
81 Administrators /\ &Q Users 7\

admin Add new user

- Click on the user you want to delete, then click on the [X] button at the bottom right
corner.

2.4 Client connection information
- View and disconnect users connected to Argo Client

& Users Management

SETTINGS GROUPS CLIENTS SESSIONS

_ USERNAME GROUP CLIENT MACHINE IP ADDRESS TYPE CONNECTION TIMESTAMP

admin Administrators Unknown sparkapk  Argo Client 7:28:11 PM Tuesday, June 11, 2024

- Username: users currently logged into Argo client

- Group: group to which the user currently logged into the Argo Client system belongs.
- Client machine: hostname connected to Argo Config for using the Argo Client system.
- IP address: IP address of the server

- Type: login type

- Connecting timestamp: the time when the user logged into the Argo Client system.

Note: If no user is logged into the Argo Client system, the Client Connection
Information will not be displayed.
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3.HEALTH DOCTOR

(0) Tuesday, June 11, 2024 07:2855PM & &

Health Doctor * Health doctor (spark=pk)

System will send notification and troubleshoot suggestion when failure is detected.

Notify through Line or email and provide basic troubleshooting procedures.

- System health check will automatically execute user-defined actions when the device

encounters abnormalities or disconnections.

- Device type: video device / Spark Al device / 1/0O module / HDD / Server abnormal

3.1 System health check configuration

%I Health Doctor

A =2 Recorder on SPARK:

T sparknpk - 192.168.2.240

A ©4 video devices

Camera 1
192.168.2.232

2

< 19,

Camera 3
192.168.2.120

Camera 4

192.1682.235

= /O Modules

v Disks

~ @ Spark Al Service

~ ﬂl Abnormal Server notification

User Manual

Health doctor (spark=pk)

Settings
Event duration Seconds

Actions

Available actions
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- Event duration: The system will continuously send abnormal notifications at intervals
based on the configured number of seconds while the event persists, ranging from 1
to 300 seconds.

Note: Server abnormal notification needs server confirmation, hence it will not
follow the event duration setting.
Notification Sequence:
The first notification will be received 5 minutes after the server is offline,

and a notification will be sent every hour.

3.2 Add available action

Actions Add action

Available actions

Action name

Action category

Action duration

Actions delay time
Select email account
I |
To
. pB=

Subject

~

~

- Click [+]

- Action name: insert response action name

- Action duration: set the duration for which the response action should last,
ranging from 0 to 300 seconds.
Note: this function is only supported when the I/0 module output is enabled
under the condition that there is an alarm for this event.

- Action delay time: After the trigger condition is met, the response action occurs
after a delay of N seconds, ranging from 0 to 300 seconds.
Note: this setting is only supported for setting the output time of the I/0

module.

- Action category
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3.2.1 Send email
Add action Email accounts

Configured email accounts
Action name

| =

Action category
&=

Action duration Name

Actions delay time

SMTP server name

smtp.gmail.com:587

~

Select email account

I | e
v

To
Password
|
LA ALl
Subject
N e
Spark_Alarm_gmail
Email address

sparksqa888@gmail.com

Cancel

- Select email account: click [...] to add/delete sender email accounts

- To: insert recipient email address
- Subject: insert email subject

- Email content: The content of the email for device disconnection or abnormality is
predefined.

a. Add email account
- Click on [+] at the bottom left of the default account field
- Name: name of the default email account

- SMTP server name: Enter the SMTP protocol of the email service system (refer
to the list below)

- Username: insert the email account
- Password: insert the email password

Note: email password is the application password after two-step verification,
not the original email password. For G-mail, please refer to obtaining the
Gmail email application password.

- Email address: insert sender’ s email address
b. Delete email account

- Select the email address you want to delete and click [-]
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c. SMTP server name: SMTP server corresponding to each email service

Email service SMTP server name Email service | SMTP server name
Gmail smtp.gmail.com Zoho mail smtp.zoho.com
Outlook smtp.office365.com | Naver mail smtp.naver.com
iCloud Mail smtp.mail.me.com Yandex mail | smtp.yandex.com
Server

Yahoo mail smtp.mail.yahoo.com | Proton mail | 127.0.0.1
Hotmail/Live.co | smtp- AOL mail smtp.aol.com

m mail.outlook.com

Note: If the email service you are using is not listed in the SMTP server list
above, please search with the keywords "email service platform name" and "smtp

server name".

Setting up two-step verification for Gmail to obtain an application-specific

password:
Step 1. Go to the Gmail homepage, click on "Manage your Google Account.”

@gmail.com X

=

-~

o

[ Manage your Google Account ]

4+ Add account [> signout

Privacy Policy + Terms of Service
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Step 2. Click on "Security" to enter two-step verification, then enter your account

password.

@

[=} ]
=

Home

Personal info

Data & privacy

How you sign in to Google

Make sure you can always access your Google Account by keeping this information up to date

Security a(a 2-Step Verification @ oOnsince Mar 5

People & sharing

Payments & subscriptions

About

s+  Password Last changed Dec 25, 2020

#+  Skip password when possible @ on

Step 3.0n the two-step verification page, click on application password

< 2-Step Verification

Add a second step to your account
e To turn on 2-Step Verification you first need to add a second step to your Add phone number

Google Account, like a phone number

Turn on 2-Step Verification

Prevent hackers from accessing your account with an (| ccese

additional layer of security.

Unless you’re signing in with a passkey, you’ll be asked %
to complete the most secure second step available on

your account. You can update your second steps and

sign-in options any time in your settings. Go to Security

Settings =

Turn on 2-Step Verification I

If the application password does not display correctly, change the URL from

https://myaccount.google.com/u/1/signinoptions/twosv?pli=18&rapt=

to

https://myaccount.google.com/apppasswords?pli=18&rapt=

and press Enter to open this page.

Note: Due to Google's continuous security updates, this method may not always

open the application password page. It depends on the settings of your Google account

management and the interface operation at the time.

Step 4. Create an application name.
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< App passwords

App passwords help you sign into your Google Account on older apps and
services that don’t support modern security standards.

App passwords are less secure than using up-to-date apps and services
that use modern security standards. Before you create an app password,
you should check to see if your app needs this in order to sign in.

Learn more

You don't have any app passwords.

To create a new app specific password, type a name for it below..

App name

Step 5. Backup the generated password, then click Finish to complete the setup
process. Note: This password serves as the email password.

Generated app password

Your app password for your device

How to use it

Go to the settings for your Google Account in the application or device you are
trying to set up. Replace your password with the 16-character password shown
above.

Just like your normal password, this app password grants complete access to
your Google Account. You won't need to remember it, so don't write it down or

share it with anyone.
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3.2.2 Line Notify

Edit action

Action name
] |

Action category
Line notify

Action duration

0

Actions delay time
0

Interval(second)

- Interval (seconds): set the interval time for sending images.
- Token: paste your Line Notify token.

- Line notification content: the content of the email for device disconnection or
abnormalities is default.
Default content: device is experiencing issues and temporarily unavailable. Please
perform simple troubleshooting. We will notify you again once the system is back
up and running.

Apply for Line Notify token (Please use LINE desktop version)

Step 1. Create a group with Line Notify in the Line app on your phone. If you don't
have LINE Notify, please search and add it to your friends list first

2005008 - 8, Create
<{ Add friends

o4

Invite QR code

[, Auto-add friends m acoes

4 Mos DO
Auto-add contacts as friends o~y

You can choose how members join the
Qroup.
Create a group Members 2
* .
Gather your friends in a group chat + “ @

Asd B UNE.

Step 2. Go to Line Notify official website https://notify-bot.line.me/zh TW/
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Step 3. Log in and open My Page.

Connect LINE with Everything

Step 4. Click [Issue Token] and select the group to receive the response behavior

Note: The group must include Line Notify members.

Generate access token (For develt  cenerate soken

IUME Moady BPY Do it

Step 5. Click to copy and save the token to Notepad/File

Note: If you leave this page, new tokens will not be displayed again. Before
leaving the page, please copy the token first

Your token is: Connected services

# you ieave s page, yOu Wil NOt De able 1D view yOur newly
SONOrated J0AeN ROAN. Please Copy T ken Safore Naving e 3
2 s
Jo
w0
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3.3  Edit response action

Actions Edit action

Available actions

: Action name
mail
mail

Action category

Send email

Action duration

Actions delay time

Select email account

Gmail

spark@spark-security.com.yw

Subject

spark_notify

- Select the response action and then click ¢

3.4 Delete response action

Available actions

mail

- Select the response action and then click [-]
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3.5 Execute response action

- Apply the executed response behavior: select the response behavior you want to
apply, and click [>]

- Delete the executed response behavior: select the executed response behavior you
want to delete and click [-]
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4.EVENT AND MANAGEMENT
4.1 Add/Edit/Copy/Delete Event
A. Add event

nt definition (sparkepk)

Action activation period

- Click [Add]

- Event name: insert name of the event

- Event behavior: select event behavior

a. Keep event on till the condition is ture: The event is established at the moment
when the triggering condition is met.

b. Keep the event active for X seconds from the condition trigger: When the
triggering condition is met, keep the event for X seconds (range: 1-100
seconds).

c. Keep event for X seconds after the trigger condition ends: After the triggering
condition ends, maintain the event for X seconds (range: 1-100 seconds).

d. Keep the event active for X seconds and raise event again if condition still
trigger: Keep the event for X seconds when the triggering condition is met. If
the triggering condition continues to occur, restart the event (range: 1-100
seconds).
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B. Edit event

¥ Events and alarms m Event definition (spark=pk)

PARK/ISK
2200

Trigger condition
Devices O All/Any @ Manual selection

Object Detection on 1 devices
Event type

iter
ALL Add Delete
O v

2 Q AL2120 Object Action activation period

Actions

Available actions Actions to perform

AIL2120_Object A12120_Object

- Select the event you want to edit, proceed with the editing and click [Save]

C. Copy/Delete Event

Event type Filter 57 Event type Filter 57

ALL v ALL

0 NamE
L AL2120 Object 0 AI2120 Object
0 AI2120 Object 1

- Select the event you want to copy and click [Duplicate]

- Select the event you want to delete and click [Delete]
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4.2  Trigger conditions

4.2.1 Add trigger condition

Add condition

Trigger condition

Dey QO AlzAny @ Manual selection Event Category

System events v
Object Detection on 1 devices

Events Negate event

comensiere . T8

Filter 57

Sources
SELECT NAME
Camera 1(192:168.2.232) - on Recorder on SPARK\K (192.168.2.240)
Camera 2 (192.168.2.17) - on Recorder on SPARK/I\K (192.168.2.240)
Camera 3 (192.168.2.120) - on Recorder on SPARK/\K (192.168.2.240)
Camera 4 (192.168.2.235) - on Recorder on SPARK/J\K (192.168.2.240)
Camera 5 (192.168.1.247) - on Recorder on SPARK//\K (192.168.2.240)

1/0 Module 1(192.168.2.9) - on Recorder on SPARK/I\K (192.168.2.240)

- Click [Add]

- Event Category: system event, event and alarms, I/O events, on edge analytics events,

access control, Spark Al services (refer to below table)
- Event: select event trigger conditions (refer to below table)
- Negative event: event triggered when the trigger condition is not met

- Source: Devices and settings related to triggering event trigger conditions

- Actions between event sources: When selecting two or more sources, you can choose

between "All" (AND) or "Any" (OR) to trigger the event.

- System Event

Event Description

Disk online status Triggers when disk is working normally.

Memory load critical | Triggers when memory usage reaches 80%.

Memory load Triggers when memory usage reaches defined %.
CPU usage critical Triggers when CPU usage reaches 80%.
CPU usage Triggers when CPU usage reaches defined %.
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Connected to device | Triggers when device is connected. Enable Negate event to

receive alarm when device is disconnected.

Device licensed Triggers when device license is activated.

Backup Triggers when server is making backup.

- Event and alarm

Event

Description

Alarm has been assigned

Triggers when select source is assigned.

Alarm has been assigned by

Triggers when select source is assigned by defined
user/group.

Alarm has been managed

Triggers when selected source is managed.

Alarm has been managed by

Triggers when selected source is managed by defined
user/group.

- 1/0 event

Event

Description

I/0 output status

Triggers when 1/0 output status is active.

I/O input status

Triggers when 1/0O input status is active.

Audio output streaming status

Triggers when the audio output status is turned on.

- Access Control

Event

Description

Category signaled

Triggers when an ID present in category is detected.

Category signaled for allowed
id is detected

Triggers when an ID present in category and allow list
is detected.

Category signaled for denied
id is detected

Triggers when an ID present in category and deny list is
detected.

Category signaled for expired
id is detected

Triggers when an ID present in category and expired
list is detected.

- Spark Al Services

Event Description
Fire detection Triggers when fire is detected
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License status

Triggers when Spark Al service license status is abnormal

Smoke detection

Triggers when smoke is detected

Loitering detection

Triggers when loitering is detected for the set duration (1-
128 seconds)

Object detection

Triggers when object (inc. people) is detected

People density

Triggers when target density reaches the set value (1-128).

- Camera video analytics

Event Description

Tampering Triggers when tampering is detected

Motion Triggers when motion is detected

Audio Triggers when audio is detected

Tripwire Triggers when line crossing behavior is detected.

People density

Triggers when crowd gathering is detected.

Perimeter

Triggers when an intruder is detected.

Note:

If the system does not have the device, the event will not have that event option.

4.2.1.1 Advanced Setting for Trigger Conditions

Trigger condition

Devices (O AllVAny (@ Manual selection

- Click [<] or [>] to adjust the order of trigger conditions.

- Click [AND/OR] or [(] or [)] to adjust the setting of whether the trigger conditions are

met or not.

Examples:

1. A and B: The event is triggered only if both conditions A and B are met.

2. A or B: The event is triggered if either condition A or condition B is met.
3. (A AND B) OR C: The event is triggered if either both conditions A and B or

condition C is met.
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4.2.2 Edit trigger condition

Edit conditi
Event definition (spark=pk) 1t CONCIEON

Event name Event Category

Al_2.120_Object 1 Spark Al Service v

Event behavior

Keep event on till the condition is true Events

Object Detection v

Trigger condition
Filter ¥

= SELECT NAME
Edit T
- Camera 3 - Al_2.120_Object (192.168.2.120) - on Recorder on SPARK.  (192.168.2.240)

D Camera 5 - AnalyticsStreamPerimeter2 (192.168.1.247) - on Recorder on SPARK  (192.168.2.240)

Devices O All/Any @ Manual selection

Object Detection on 1 devices Sources

- Select the trigger condition you want to edit and click [edit]

4.2.3 Delete trigger condition

¥  Event definition (spark=pk)

Event name

Al_2.120_Object 1

Event behavior

Keep event on till the condition is true

Trigger condition

Devices O All/Any @ Manual selection

Object Detection on 1.d vices

- Select the trigger condition you want to delete and click [delete]
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4.3

Response action

4.3.1 Response action schedule

Action activation period

Week's day Everyday

Edit days

Monday Saturday
Off Off

Tuesday Sunday
Off Off

Wednesday
Off

Thursday
Off

Friday
off

Edit time slot: default is set everyday. Click [...] to select specific day of the week

Week's day Fveryday

s <,
Q=

|II|II|II|II|II|II|II|II|II|II|II|II|II|II|II|II|II|II|II|II|II|II|II|II|
00:00 02:00 04:00 06:00 08:00 10:00 12:00 14:00 16:00 18:00 20:00 22:00 24:00

Selected time slot : 11:00 PM G) E 12:00_.&‘1}:‘4 @ (Interval duration: 01h : 00m)

Add time slot: Click [+] and adjust time slot by dragging left/right or inputting desired

time
Delete time slot: select the time slot you want to delete and click [-]

Edit time slot: adjust the time slot by dragging left/right or inputting desired time
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4.3.2 Add response action

Actions Add action

Available actions

I . Action name
Al_2.120_Object

Action category

Start recording

Action duration

0 + -

Actions delay time

0

Select a camera

Camera 1 (192.168.2.232) - Recorder on SPARK/)\K (sparkapk)

- Click [+]

- Action name: insert response action name

- Action duration: set the duration for which the response action should last, ranging
from 0 to 300 seconds.

- Actions delay time: After the trigger condition is met, the response action occurs after

a delay of N seconds, ranging from 0 to 300 seconds.

- Action category

A. Start recording

Add action

Action name

Action category

Start recording

Action duration
0
Actions delay time

0

Select a camera

Camera 1 (192.168.2.232) - Recorder on SPARK/|'K (sparkapk)

- Select a camera: select camera for executing event response behavior.
Note:
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1. In non-alarm situations -> Start recording when the event is triggered, stop
recording when the event ends.

2. In alarm situations -> Start recording when the event is triggered, stop recording
when the alarm is cleared.

B. 1/O output
Add action

Action name

Action category

Aux output

Action duration
0 + -
Actions delay time

+_

Select an aux output

Camera 1 - /O output 0 (192.168.2.232) - Recorder on SPARK:  (sparkiopw

Set aux output new status

- Select AUX output: choose the I/0 module device to apply.
- Set new AUX output state: enable/disable the new state of AUX output.

C. Go to preset
Add action

Action name

Action category

Go to preset

Action duration

0

Actions delay time

0

Select a PTZ camera
Camera 1 - PTZ controller 0 (192.168.2.232) - Recorder on SPARK. (sparkapk)

Select preset

- Select a PTZ camera: choose a camera with PTZ functionality.

- Select preset: choose a preset position already configured in the camera.
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D. Start tour
Add action

Action category

Start tour

Action duration

0

Actions delay time

+_

Select a PTZ camera

Camera 1 - PTZ controller 0 (192.168.2.232) - Recorder on SPARK  (sparkapk)

Select tour to start

- Select a PTZ camera: choose a camera with PTZ functionality.
- Select tour to start: select a tour already configured in the camera.

E. Send email

Add action Email accounts

Configured email accounts

Action name T -
Gmail

Action category
Send email
dh =
| p—
Action duration Name
0 Gmail
Actions delay time
SMTP server name
+ -

smtp.gmail com:587

Select email account
Username

Email displayed name

Spark_Alarm_gmail

Email address

sparksqaB88@gmail.com

- Select email account: click [...] to add/delete sender email accounts
- To: insert recipient email address
- Subject: insert email subject

- Email content: insert email content
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Add email account

o

- Click on [+] at the bottom left of the default account field
- Name: name of the default email account

- SMTP server name: Enter the SMTP protocol of the email service system (refer
to the list below)

- User name: insert the email account

- Password: insert the email password

- Email Displayed Name: Enter the display name of the sender.

- Email Address: Enter the sender's email address.

b. Delete email account

- Select the email address you want to delete and click [-]

c. SMTP server name: SMTP server corresponding to each email service

Email service SMTP server name | Email service | SMTP server name
Gmail smtp.gmail.com Zoho mail smtp.zoho.com
Outlook smtp.office365.com | Naver mail smtp.naver.com
iCloud Mail smtp.mail.me.com | Yandex mail | smtp.yandex.com
Server
Yahoo mail smtp.mail.yahoo.co | Proton mail | 127.0.0.1

m
Hotmail/Live.com | smtp- AOL mail smtp.aol.com

mail.outlook.com

Mail.com smtp.mail.com

Note: If the email service you are using is not listed in the SMTP server list
above, please search with the keywords "email service platform name" and "smtp
server name".

Please refer to obtaining password.

User Manual Argo Client Page 84 of 122



F. Line Notify

Action category

Line notify

Action duration

- Interval (seconds): set the interval time for sending images.
- Token: paste your Line Notify token.

- Body: insert content of the email for device disconnection or abnormalities is
default.

Apply for Line Notify token (Please use LINE desktop version)

Step 1. create a group with Line Notify in the Line app on your phone.

20:50 00@ - 2 © =2 . 83%i < Set up group profile Create

< Add friends 3

| &
Invite QR code Search bers join ically
Members join the group as soon as they're invited.
. Disable this setting to always require members to °
r2 AutO'add fr'ends accept an inyite hefore igining
+ LULEELLE  You can choose how members join the

Auto-add contacts as friends.

Create a group Members 2
!2+ = . s x
Gather your friends in a group chat. + “ @
L.

Add

. LINE..

Step 2. Go to Line Notify official website https://notify-bot.line.me/zh TW/

Step 3. Log in and open My Page
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https://notify-bot.line.me/zh_TW/

LINE Notify

My page
Manage registered sarvices

Log out

Connect LINE with Everything

Step 4. Click [Generate Token] and select the group to receive the response
behavior

Note: The group must include Line Notify members.

Generate access token (For develc  generate token

By using personal access tokens, you can configure notifications without |
Please enter a token name to be displayed before each notification.

SPARK
Generate token

Select a chat to send notifications 1.

LINE Notify APl Document

N 1-0on-1 chat with LINE Notify

Note: Revealing your personal access token can allow a third party to obtain
the names of your connected chats as well as your profile name

Step 5. Click to copy and save the token to Notepad/File

Note: If you leave this page, new tokens will not be displayed again. Before
leaving the page, please copy the token first

Your token is: Connected services

E! u 39 Your connected services. Press the Disconnect button to disconnect any service.

If you leave this page, you will not be able to view your newly
generated token again. Please copy the token before leaving this 2024 0 21:5¢
page. From: SPARK Disconnect
o To:
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G. LED display

Add action

Add

- IP address: insert LED display IP address
- Content (sample): {lpr(licenseplate){RGB(0,255,0){CLEAR(10000){EFFECT(0)}
Please refer to the syntax explanation below
{lpr(licenseplate){RGB(0,255,0){CLEAR(10000){EFFECT(0)}Avoid
Tailgating{RGB(255,0,0)}

{lpr(licenseplate)} => Replaced with the detected license plate.
{RGB(Red,Green,Blue)} => Specifies the corresponding text color.
If not specified, default is RGB(255,0,0) red. Refer to the "color code chart.”
{CLEAR(10000)} => displays the text for 10000 milliseconds
If not specified, the text will not be cleared.

{EFFECT(0)} => Specifies the display effect of the string.

H. HTTPS Event Sending

Add action

Action name

Action category

HTTPS Event Post ~

URL : Uniform Resource Locator, insert the desired "link" or "web address”,
E.g.: https://192.168.X.X:8080/ or https://www.xxxx.com
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Content: insert {time} to print the time of event triggering.

insert {Event Name} to print the name of the event triggered.

4.3.3 Edit response action

Add action

Action name

Action category

Aux output

Action duration
0 + =
Actions delay time

0 + -

Select an aux output

Camera 2 - |/O output RelayOutputToken_1 (192.168.1.247) - Slave 1 (locav

Set aux output new status

Actions

Available actions
.118 offline mail
LINE NOTIFY

LINE 1.90 offline

- Select response action and click ¢
4.3.4 Delete response action

Actions

Available actions

Al_2.120_Object

- Select response action and click [-]
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4.3.5 Execute response action

Actions

Available actions Actions to perform

Al_2.120_Object Al_2.120_Object

- Apply the executed response behavior: select the response behavior you want to
apply, and click [>] and save

- Delete the executed response behavior: select the executed response behavior you
want to delete and click [-] and save

4.4 Set the event as alarm

Event definition (sparkapk)

Event name
This event is an alarm

on ()

Al 2.120_Object 1

Event behavior Event status @ On

Keep event on till the condition is true Alarm status Auto ack

Trigger condition
Devices (O All/any (@ Manual selection

Object Detection on 1 devices

Week's day Everyday

02:00 04:00 06:00 08:00 10:00

Selected time slot 1200aM (© [EXGFSINQ@]  (Interval duration: 24h : 00m)

- This event is an alarm: Enable the alarm to record the event.

- Click [Edit Alarm configuration].

4.4.1 Edit alarm setting
A. Alarm category

Alarm category

CEE - —

- Add labels to alarm for classification. Click [+/-] to add/delete alarm categories.

The default categories are Critical and System.
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B. Alarm priority

Alarm priority
Highest

1

Drag to adjust alarm priority level

C. Related devices

Related devices

ADDRESS DEVICE NAME MODEL NAME STATUS NODE

Edit devices

SELECT ADDRESS

|

|

o

5 10T T 1168

192.168.1.24

192.168.1.24

192.168.1.25

192.168.1.25

192.168.1.26

192.168.1.26

192.168.1.27

192.168.1.27

192.168.1.28

192.168.1.28

192.168.1.29

192.168.1.29

192.168.1.30

192.168.1.30

DEVICE NAME
Camera 1 - videoi
Camera 1 - videainput 0 -
Camera 2 - videoinput 0 -
Camera 2 - videoit
Camera 3 - videoinput 0 -
Camera 3 - videoinput 0 -
Camera 4 - videoinput 0 -
Camera 4 - videoinput 0 -
Camera 5 - videoinput 0 -
Camera 5 - videoinput 0 -
Camera 6 - videoinput 0 -
Camera 6 - videainput 0 -
Camera 7 - videoinput 0 -

Camera 7 - videoinput 0 -

- on recorder master

on recorder slave2

on recorder master

on recorder slave2

on recorder master

on recorder slave2

on recorder master

on recorder slave2

on recorder master

on recorder slave2

on recorder master

on recorder slave2

on recorder master

on recorder slave2

D. Alarm procedure

Alarm procedure

Add procedure step

Procedure

User Manual

MODEL NAME STATUS
Ready
Ready
Ready
Ready
Ready
Ready
Ready
Ready
Ready
Ready
Ready
Ready
Ready

Ready

NODE
master
slave2
master
slave2
master
slave2
master
slave2
master
slave2
master
slave2
master

slave2

Click ¢ and select related devices

Argo Client
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- Customize Alarm Handling Procedure

- Click [+/-] to add/delete processing procedure steps.

E. Alarm recipients

Alarm recipients (leave empty to send alarm to all users)

Add recipients Add recipients

Groups

Filter S Filter 57

SELECT NAME T USER GROUP
I:l Administrators admin Administrators
I:l Users admin1 Users

admin2 Users

admin3  Users

spark Administrators

- Leave blank to send the alarm to all users and groups
- Click [+] to add groups/users as alarm recipients

- Click [-] to remove groups/users from alarm recipients

F. Alarm options

Alarm options

O User note is mandatory
0 Auto-acknowledge alarm after seconds since alarm has been triggered

m Can be triggered manually

G Play a sound on client machine when an alarm occurs

- User note is mandatory: when enabled, Argo client alarm recipients must fill in the
user note field to close or forward alarms.

- Auto-close alarm: when enabled, the alarm will automatically close N seconds
after being triggered, with a range of 1-300 seconds.
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This event is an alarm

Trigger alarm manually On -)

Event status |
Alarm status () Acknowledged

- Can be triggered manually: When enabled, you can click [Manually Trigger
Alarm] to test the Argo Client's alarm sending functionality.

- Play a sound on client machine when alarm occurs: When enabled, a sound will be
emitted from the Argo Client host when an alarm is triggered.
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5.ACCESS CONTROL
m Add/Edit/Delete category

1. Add category

ONFIG (© Tuesday, June 11,2024 083406 PM & admin@master

i ﬂ Access control u Access control (master)

ESKTOP-9C43ST0 w Expired
Filter Y7 Type V'
ALL
Category settings

Category

Dot inlist a»
Related devices (leave empry to trigger category for every device)

[] camena3s
E Camera 62
[: Camera 71
[ Camera 30
[: Camera 61
[] comenn2
E Camera 193.2.233 SpeedDome
L Camera 38
[_ Camera 72
[ camerasa
|| cadl |

Reload Bport || import

- Click [+] to add a new category to the access service list.

- Category: name the category of the access service list
- ID notin list: IDs not in this list are the access standards
- Related devices: select the devices to be used for this access service list

Note: if left blank, all devices are linked devices

2. Edit category

Expired ‘ : +

Edit category Delete category

Filter 7

- Click [Edit category] to edit the list

3. Delete category
Expired

Filter %7

Edit category Delete category

- Click [Delete category] to delete category
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5.1 Access ID

5.1.1 Add access ID

ARGO CONFIG (© Tuesday, June 11,2024 08:32:26 PM | & admin@master

" & Access control @, Access control (master)
g Recorder on DESKTOP-9C43ST0 Allow
- 923081250

Filter 7

Begin of overall validity
6/11/2024 12:00:00 AM

End of overall validit
7/11/2024 12:00:00 AM

Begin of daily validi

12:00 AM

End of daily validity
12:00 AM

Notes

Categories: [ [oeny]

Add Cancel
Reload Export Import

- Select [List category] and click [Add]

- Access ID: insert access ID, the system will use this ID as the basis for identifying
vehicle entry and exit.

Note: insert an alphanumeric combination without "-" such as: ABC1234.

- id type: select ID category
LPR: for license plate recognition, insert the license plate number in this field.
RFID: high-frequency RFID (e-tag), insert the RFID number here.

- Begin of overall validity: ID effective start date.

- End of overall validity: ID effective end date.

- Begin of daily validity: ID daily valid entry and exit start time.

- End of daily validity: ID daily valid entry and exit end time.

- Note: You can enter ID notes as needed (optional).
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5.1.2 Edit access ID

ARGO CONFIG (© Tuesday, June 11, 2024 083004 PM & admin@master

@ Access control @ Access control (master)

g Recorder on DESKTOP-9C43ST0

maser 1921681250
HEEMA Salve 1 Filter %'

CS

s
Lo

~ Begin of overall validity

6/11/2024 12:00:00 AM

End of overall validity

6/12/2024 10:00.00 AM
Begin of daily validity

12:00 AM

End of daily validity

12:00 AM

Notes

Cotegories: MBI s [ cenr ]
- Select the access ID you want to edit, proceed to edit and then and click [Save]
- Access ID: cannot be modified.
- Access type: cannot be modified.
- Begin of overall validity: ID effective start date.
- End of overall validity: ID effective end date.
- Begin of daily validity: ID daily valid entry and exit start time.
- End of daily validity: ID daily valid entry and exit end time.

- Note: You can enter ID notes as needed (optional).
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A
A

5.1.3 Deactivate/Clear access ID

A. Deactivate

Tuesday, June 11, 202 3 admin@master

EN Access control @ Access control (master)

[B ';R.e“:l?r'dier‘ ::\VE‘ESKTOP-QCJE)STO Allow Expired +
S D —————————————————————]

£B a3 y Filter %7

C

fa=.]

Id type

Begin of overall validity
6/11/2024 12:0000 AM

End of overall validity

7/11/2024 12:00.00 AM

Begin of daily validity

12:00 AM

End of daily validity

12:00 AM

Notes

Categories: [aiov] EEH [ Add Unregister Clear Reload Export Import

- Select access ID you want to deactivate and click [Unregister]

B. Clear

(© Tuesday, June 11, 2024 08:27:34 PM admin@master

Q Access control E Access control (master)
E‘. Recorder on DESKTOP-9C43ST0 Allow Deny Expired
S maaer )

= Filter %7

=

Access id
Id type

Begin of overall validity

6/11/202412:00:00 AM

End of overall validity

6/12/2024 10:00:00 AM @

Begin of daily validity

End of daily validity

12:00 AM e @

- Click [Clear] to delete all access ID
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5.1.4 Export/Import access ID

A. Export

A
A

ARGO CONFIG (© Tuesday, June 11,2024 082606 PM & admin@master

R_ Access control [1 Access control (master)

B Recorder on DESKTOP-9C43STO

Filter "

Argo Config

Config EVA Perimeter Setup

% (C)
BEEWN): [accessids
5%

Excel
CSV Filles (*.csv)
A ERERRNE

Access id Id type Begin of overall validity End of overall validity Begin of daily validity End of daily validity _ Notes

Expired

Export Import

Categories

FHCB637 LPR 2024/06/11 00:00:00 2024/06/12 10:00:00 00:00:00 24:00:00
ARQ-2991 LPR 2024/06/11 00:00:00 2024/07/11 00:00:00 00:00:00 24:00:00

- Click [Export] to export the list of access IDs.

- File type: xlsx, csv.

Allowed
Denied

- Note: Before updating or reinstalling the application, make sure to export and backup

access ID data to prevent loss.

B. Import

&u Access control (master)

Recorder on DESKTOP-9C435T0

master - 192168.1.250

(© Tuesday, June 11,2024 0824:52 PM = & admin@master

Allow Expired +

Filter

= =A
& BR
i HWER (C)

P TN

BEZM(N):

Clear
- Click [Import] to Import access ID file.

User Manual Argo Client
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) CONFIG (© Wednesday, Jur 024093239 AM & admin@desktop-6kbnSSa

O Q Access control R Access control (desktop-6kbn55a)

£ Recorder on DESKTOP-6KBNSSA
= e 2101300

EXPIRE DATE TIME VALIDITY

- After importing, click [Save changes] to finalize the process. If you do not wish to save
the import results, please click [Discard Changes].

- File type: xIsx, csv.

- Note: It is recommended to add access IDs and export them before importing to
ensure that the imported file complies to the file type format.

C. File type sample

X

fx  Accessid

. B (o D E F G

Xl SX fl | e i Begin of overall validity End of overall validity Begin of daily validity End of daily validity Notes Categories
B 2024/06/11 00:00:00 2024/06/12 10:00:00 00:00:00 24:00:00 Allowed
g ARQ-2991 LPR 2024/06/11 00:00:00 2024/07/11 00:00:00 00:00:00 24:00:00 Denied

accessids - EBX
®R(F) K/EWE) BHXO) WBR(V) RA
. ACCESS ID; ID TYPE; BEGIN OF OVERALL VALIDITY; END OF OVERALL VALIDITY; BEGIN OF DAILY VALIDITY; END OF DAILY VALIDITY; NOTES; CATEGORIES
Ccsv f||e FHC8637; LPR; 2024-06-11T00:00:00.000Z; 2024-06-12710:00:00.000Z; 00:00:00; 24:00:00; ; Allowed
ARQ-2991; LPR; 2024-06-11T00:00:00.000Z; 2024-07-11T00:00:00.000Z; 00:00:00; 24:00:00; ; Denied
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6.VIDEO ANALYTICS DATA COLLECTION
6.1 Sens Cam settings

6.1.1 Login settings

F rmrea 2iewzanam X 4 = A
LS C A FEE| 1921681209 wizard m - vt

e 2 NITIOA 20000 - 2064072244
Tl

(L) wser Name

Paszword

NTP server son

Y
= —-—
E DHCP sarver Obtain an 1P ad Mm@ e
D -
= 2 ana

Time Zone (GMT+08:00)Tak

Daylight Saving Ti

Product Code SR-C-12-SENS-FE-IW_WHITE

MAC Address 20:E4:07:00:1D:88

home selup' logout

%
sg spark SENS-CAM Al T TAArecknoLoey

|

- On the web browser, insert Sens Cam default IP address 192.168.1.219

- User Name: insert username
- Password: insert password

- Re-type Password: retype the password

User Manual Argo Client Page 99 of 122



< j
- DHCP server: if choosing "obtain an IP address and DNS server automatically”, please

check the assigned IP address through computer network settings. (If not configured,
the IP address defaults to 192.168.1.219)

- NTP server: enter the Network Time Protocol of the device platform for time
synchronization.

- Time Zone: set the time zone (select GMT+8 for Taiwan).

- After completing the initial login settings, log in again with the new IP address to

access the interface.

6.1.2 Image setting
|home setup Iogout|

’gg spark SENS-CAM Al T TAArechnotoey
information | )
(a9 video day & nlght privacy
audio Mirror/Flip |N0r|e
network |0tat|on Image Rotation |0 |i|
date & time
accounts ’ﬁg; Main Profile H264, 1920x1080, 60fps, Fixed Bitrate 4M
ADVANCED P profiles Secondary Profile H264, 640x360, 60fps, Fixed Bitrate 1M
E’ Video Clip Format |Mair| Profile |i|
streams Snapshot Format |Mair| Profile |i|
Overlay | None El
overlay

Copyright ©2012-2022 spark - All rights reserved.

- Click on setup and then click video

- rotation: select Mirror/Flip and Image Rotation settings.

- profiles: edit Main Profile (main stream) and Secondary Profile settings.

- streams: select the stream formats for Video Clip Format and Snapshot Format.

- overlay: when enabled, configure the appearance of the overlay on the screen.
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6.1.3 Analytics settings
|home setup Iogcull

%
Q’g SDark SENS-CAM Al TTI\/\'FCN&.OICF"

information

image

video

audio

network

date & time

accounts

ADVANCED A
archive
recording servers
recordings
schedules
digital 1/0
network advanced

security
maintenance
system log

071 Enabled ® On O Off Line name
=
séttings Line name [ALL Personin
[ Invert input direction PersonoOut
Detect Person L
Bicycle |
Car u
Motorbike O
Bus O
Truck L
Auto Reset counts @ On O Off
Mode [Threshold |;|
Threshold (2000 ] (1~65535)
I Add ] | Remove I | Remove All |

A. Add analytics

- Click setup then click ADVANCED and select analytics
- Enabled: enable to set up analytics

- Line name: insert the name

- Detect: select object to be detected (person, bicycle, car, motorbike, bus, truck)

User Manual Argo Client Page 101 of 122



Qa

- Auto Reset counts: When enabled, automatically reset counts at the specified mode
and settings.

1. Mode: select time mode and threshold

2. Start time: select start time

3. Frequency: select frequency (in hours)
- Click Add

Note: The example provided is for setting up intelligent analysis for in-out count. For
other types of analysis, please configure accordingly.
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B. Delete analytics

|home setup Iogcull

TPy
.,:gi spark SENS-CAM AI £ i v ———

information 8 g, C; H W
image audio detect intrusion tripwire in-out count heatmap people density
Car Car * N
. X

video

audio

network

date & time

accounts

ADVANCED A
archive

recording servers
recordings
schedules
digital I/0
network advanced

security
maintenance
system log

?Q Enabled @ On O Off Line name

Line name [ae PersonIn =

settings

[l Invert input direction PersonoOut

Betect Person

L
Bicycle O
Car L
Motorbike O
Bus [
Truck Ll

Auto Reset counts @ On (O Off

Mode [Threshold [7]
Threshold [2000 | (1~65535)
| Add | | Remove | | Remove All |

- Select the analytics line name and click “remove” or “remove all” to delete all

analytics.
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6.2 Video analytics data collection settings

6.2.1 Add video analytics parameters

(D Tuesday, June 11, 2024 08:1056 PM & @desktop-6kbn55a

E% Selected analytics configuration

@ | Name

= 3
Vehi 5
#2 Vehicles count e Vehicles count

it People count
People density 11 I

I NAME

: Heatmap Categories

%
&
4
0

motorcycle

Add analytics logic S5

Video inputs

¥

P NaME MODEL NAME IP ADDRESS

Analytics logic name:

Analytics logic type

6 Vehicles count v
Add Cancel

- Click [Add] to add new parameters
- Analytics logic name: name the parameter

- Analytics logic type: select type (vehicle counting / people counting / people density /
heatmap)

6.2.2 Set video analytics parameters

ARGO CONFIG (© Tuesday, June 11,2024 08:0847 PM & admin@desktop-6kbn55a

.’f.a/el'; Analytics data collection Qa Selected analytics configuration

@ | Name

- &3 Vehicles count Info Vehicles count

5" 4 people count
Pe le densit)
Q. eople density lm | e

Categories
il truck

motorcycle

®|_'Kl %n NAME MODEL NAME IP ADDRESS
Video inputs

- Info: displays name of the parameter
- Categories: select the detection object

- Video inputs: select Sens cam device
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6.2.3 Delete video analytics parameter

ONFIG (© Tuesday, June 11, 2024 08:06:40 PM & admin@desktop-6kbn55a

| ?ﬂ Analytics data collection F}a Selected analytics configuration

¥
NAME
@ | Name

S Info CAl

| ‘ | ‘ | NAME

Categories
pirac truck

motorcycle

@J T % NAME MODEL NAME IP ADDRESS
Video inputs

- Select the parameter you want to delete and click [Delete]
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7.BACKUP AND RESTORE

7.1 Backup

ARGO CONFIG

1 A Backup and restore

@ Tuesday, June 11,2024 08:05:00PM & admin@desktop-6kbnSSa

BACKUP RESTORE SCHEDULE BACKUP

[IW] setect al avalable devices

SELECTION IP ADDRESS DEVICE NAME DEVICE TYPE MODEL NAME

] Slave 1 Recorder  Slave 1
i] 192.168.1.246 Recorder on DESKTOP-6KBNS5A Recorder Recorder on DESKTOP-6KBNSSA

192.168.1.249  Failover Recorder Failover

Selected backup destination file:

Device type
Al

OPTIONS STATUS
Ready

[~] events database
=1 Ready
[] ticenses

Ready

Filter Y/

- Select the device and the option for backup (event database and license key).

- Click [Browse] and select the destination folder for the backup.

- Click [Start Backup]

7.2 Restore
Backup and restore

Selected backup file to restore:

- Click [Browse] to select the backup file to restore

license key).
- Click [Start Restore]

User Manual Argo Client
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7.3 Scheduled backup

(© Tuesday, June 11,2024 07:5630PM & admin@desktop-6kbn55a
I A Backup and restore

RESTORE SCHEDULE BACKUP

OPTIONS SCHEDULE TIME PATH

1921681246  Recorder on DESKTOP-6KBNSSA

\\XEON-TEST-PC\Backup_space\backup2 ’smwz ‘ o

1921681249  Failover

—
—
=
—
=
m [ &
—

- Functions: schedule daily backups of video files during specified times. Backup files are
stored in the designated path and retained for one month.
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8.LICENSE

= Licensing

Filter

ADDRESS LICENSE TYPE STATUS

desktop-6kbn55a Recorder on DESKTOP-6KBNSSA Site license Licensed

- Address: current IP address
- Name: server name
- License type: multiple channel license

- Status: license status

LICENSE SERIAL: 2 a

- License Serial: Displays the user's license key serial number

Note: If the license key has not been uploaded, the serial number will not be displayed
here.

m License management

ZA%R) LICENSE MANAGEMENT
LICENSE License server port

MANAGEMENT
5153

Download license request file

Download

Upload license file

- License server port: user's license key server port address

- Download license request file: click [Download] and send the user's license key
request file to Spark.

- Upload license file: download and unzip the purchased license key file sent by Spark,
click [Browse], select the file and click [Upload].
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m  Channel license

Cx

CHANNELS
LICENSE

SUMMARY OF INSTALLED LICENSES PER CHANNEL

LICENSE NAME

TYPE
ONVIF channels license Permanent
Omnieye Advanced Series channel license ~ Permanent

Brand Series License Trial

USED AVAILABLE TOTAL EXPIRATION DATE STATUS

Not applicable
Not applicable
9/26/2024

- Overview of the installed channel license keys: license name / type / used / available /

total / expiration date / status

Note: certain functions cannot be used without adding a license.

m Integration licenses

=T

INTEGRATION
LICENSES

| SUMMARY OF INSTALLED INTEGRATION LICENSES
LICENSE NAME
Al Service LPR Detection Integration License(B106244C)
1/0 Modaules activation license
Argo integration license
Al Service Vehicle Detect Integration License(2B06274C)
Al Service Human Detection Integration License(2D06294C)
Al Service Human Detection Integration License(B3061A4C)

Al Service Human Detection Integration License(16041A2C)

Al Service Human Detection Integration License(17041A2C)

- Overview of integrated service license keys:
status

Permanent
Trial
Trial
Trial
Trial
Trial
Trial

Trial

EXPIRATION DATE STATUS
Not applicable

7/22/2024

8/15/2024

8/15/2024

8/15/2024

8/15/2024

8/15/2024

8/15/2024

license name / type / expiration date /

Note: certain functions cannot be used without adding a license.
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9.LOG

m  Auditlog

T0

Please choose at least a node from the list below:

SELECT NODE

Recorder on DESKTOP-6KBN55A

Slave 1

Failover

Search

DATE
2024-06-11 09:07:28.841
2024-06-11 09:07:28.947
2024-06-11 09:07:28.947
2024-06-11 09:07:29.162
2024-06-11 09:07:29.162
2024-06-11 09:07:29.282
2024-06-11 09.07:29.282
2024-06-11 09:07:29.389

2N24-NA-11NAN7-20 220

>

ALL

ADDRESS

localhost

xeon-test-pc

dmin"
User "admin"
User "admin”
User "admin"
User "admin"
User "admin"
User "admin”
User "admin"

User "admin"

. Search Audit log

desktop-6kbns5a

from xeon-test-pc -
from xeon-test-pc

from xeon-test-pc -
from xeon-test-pc -
from xeon-test-pc -
from xeon-test-pc -
from xeon-test-pc -
from xeon-test-pc -

from xeon-test-oc

TO

(@ Tuesday, June 11, 2024 07:49:15 PM dmin@desktop-6kbn55a

AUDIT LOG SYSTEM LOG DETAILED LOG

STATUS
Online
Online

Online

192.168.2.249 started live streaming for stream "videostream 2"
192.168.2.249 started live streaming for stream "audiostream 2.
192.168.2.249 started live streaming for stream "videostream 2"
192.168.2.249 started live streaming for stream "audiostream 2"
192.168.2.249 started live streaming for stream "videostream 2"
192.168.2.249 started live streaming for stream "videostream 2"
192.168.2.249 started live streaming for stream "audiostream 2°.
192.168.2.249 started live streaming for stream "audiostream 2".

192.168.2.249 started live streamina for stream "videostream 2"

Please choose at least a node from the list below:

SELECT NODE

ADDRESS STATUS

Recorder on DESKTOP-6KBN55A

Slave 1

Failover

Sea

desktop-6kbn55a  Online

localhost Online

xeon-test-pc Online

NODE

Recorder on DESKTOP-6KBN55A (desktop-6kbn55a)
Recorder on DESKTOP-6KBN55A (desktop-6kbn55a)
Recorder on DESKTOP-6KBNS55A (desktop-6kbn55a)
Recorder on DESKTOP-6KBNS5A (desktop-6kbn55a)
Recorder on DESKTOP-6KBNS55A (desktop-6kbn55a)
Recorder on DESKTOP-6KBNS55A (desktop-6kbn55a)
Recorder on DESKTOP-6KBNS55A (desktop-6kbn55a)
Recorder on DESKTOP-6KBNS55A (desktop-6kbn55a)
R NESKTAP-AYRNIGEA fracktrn-AkhnG&a)

Export to CSV

June 2024

AUDIT LOG W L

- Level: select the level of data trace you want to search
Level types: Full list / INFO / WARN / ERROR / SUCCESS

- Time range: Click on the [Calendar icon] to select the time range of the data trace

- Node: select the nodes where the data trace is located

Note: select at least one node from the list
- Click [Search]
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B. Delete Audit log

AUDIT LOG SYSTEM LOG DETAILED LOG

TO

Please choose at least a node from the list below:

SELECT NODE ADDR STATUS
Recorder on DESKTOP-6KBN55A  desktop-6kbn55a  Online
Slave 1 localhost Online

Failover xeon-test-pc Online

rch

- Level: select the level of data trace you want to delete
Level types: Full list / INFO / WARN / ERROR / SUCCESS
- Time range: Click on the [Calendar icon] to select the time range of the data trace
- Node: select the nodes where the data trace is located
Note: select at least one node from the list
- Click [Delete]

C. Export Audit log

DATE LEVEL MESSAGE NODE

2024-06-11 09:07:28.841 INFO User "admin” from xeon-test-pc - 192.168.2.249 started live streaming for stream "videostream 2". Recorder on DESKTOP-6KBNS5A (desktop-6kbn55a)
2024-06-11 09:07:28.947 INFO User "admin” from xeon-test-pc - 192.168.2.249 started live streaming for stream "audiostream 2". Recorder on DESKTOP-6KBNS5A (desktop-6kbn55a)
2024-06-1109:07:28.947  INFO User "admin” from xeon-test-pc - 192.168.2.249 started live streaming for stream "videostream 2". Recorder on DESKTOP-6KBNS55A (desktop-6kbn55a)
2024-06-11 09:07:29.162 INFO User "admin" from xeon-test-pc - 192.168.2.249 started live streaming for stream "audiostream 2". Recorder on DESKTOP-6KBNS55A (desktop-6kbn55a)
2024-06-11 09:07:29.162 INFO User "admin" from xeon-test-pc - 192.168.2.249 started live streaming for stream "videostream 2". Recorder on DESKTOP-6KBNS55A (desktop-6kbn55a)
2024-06-11 09:07:29.282 INFO User "admin" from xeon-test-pc - 192.168.2.249 started live streaming for stream "videostream 2". Recorder on DESKTOP-6KBNS55A (desktop-6kbn55a)
2024-06-11 09:07:29.282 INFO User "admin" from xeon-test-pc - 192.168.2.249 started live streaming for stream "audiostream 2". Recorder on DESKTOP-6KBNS55A (desktop-6kbn55a)

2024-06-1109:07:29389  INFO User "admin” from xeon-test-pc - 192.168.2.249 started live streaming for stream "audiostream 2". Recorder on DESKTOP-6KBNSS5A (desktop-6kbn55a)

IN24-NA-11NA-N7-2Q3RQ  INFN User "admin" from xeon-test-oc - 192.168.2.249 started live streamina for stream "videostream 2". Rarardar nn NESKTOP_AKRNISEA (dacktan-Alhn&&al

Export to CSV

Export the search results of the Audit log.
- Click [Export CSV]
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9.1 System log

(© Tuesday, June 11,2024 073402 PM & admin@deskiop-6kbnS5a

AUDIT LOG SYSTEM LOG DETAILED LOG

IE
10 rﬁ

Please choose at least a node from the list below:

ALL

SELECT NODE ADDRESS STATUS
Recorder on DESKTOP-6KBN55A  desktop-6kbn55a Online
Slave 1 localhost Online

Failover xeon-test-pc Online

MESSAGE NODE
2024-06-11 00:00:00.353 Status of event "systemevent_69d74598-a248-46e0-942a-b2934d65dc36" is now "active”. Recorder on DESKTOP-6KBNSSA (desktop-6kbns5a)
2024-06-11 00:00:02.208 Status of event "systemevent_81e64362-c6a9-41c6-833¢c-3d9685768767" is now "inactive”. Slave 1 (localhost)
2024-06-11 00:00:02.218 Status of event "systemevent_81e64362-c6a9-41c6-833c-3d9685768767" is now "active” Slave 1 (localhost)
2024-06-11 00:00:02.331 Status of event "systemevent_f2271561-b9fc-4b70-bfca-58¢91573be1a" is now "inactive”. Slave 1 (localhost)
2024-06-11 00:00:02.331 Status of event "systemevent_f2271561-b9fc-4b70-bfca-58c91573bela" is now "active”. Slave 1 (localhost)
2024-06-11 00:00:04.890 Status of event "systemevent_0c2c4037-3da4-4c75-90bd-23fe690483bd" is now “inactive”. Slave 1 (localhost)
2024-06-11 00:00:04.890  INFO Status of event "systemevent_0c2c4037-3da4-4c75-90bd-23fe690483bd" is now "active”. Slave 1 (localhost)

N24-NA-11 MANNE ARZ INFD Status of event "svstemevent 63d74598-a248-46e0-942a-b2934d65dc36" is now "inactive™.  Rarardar an MFSKTAD.AKRNISEA (acktnn-AlhnEEa)

A. Search system log

June 2024

Tu We Th

ALL

Please choose at least a node from the list below:

SELECT NODE ADDRESS STATUS

Recorder on DESKTOP-6KBN55A  desktop-6kbn55a  Online

Slave 1 localhost Online

Failover xeon-test-pc Online

- Level: select the level of the system log you want to search
Level types: Full list / INFO / WARN / ERROR / SUCCESS

- Time range: Click on the [Calendar icon] to select the time range of the system log

- Node: select the nodes where the system log is located
Note: select at least one node from the list
- Click [Search]
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B. Delete system log

admin@desktop-6kbn55a

AUDIT LOG SYSTEM LOG DETAILED LOG
D —

LEVEL ALL

Please choose at least a node from the list below:

SELECT NODE ADDRESS STATUS
Recorder on DESKTOP-6KBNSS5A  desktop-6kbn55a  Online
Slave 1 localhost Online

Failover xeon-test-pc Online

- Level: select the level of the system log you want to delete
Level types: Full list / INFO / WARN / ERROR / SUCCESS
- Time range: Click on the [Calendar icon] to select the time range of the system log
- Nodes: select the nodes where the system log is located
Note: select at least one node from the list
- Click [Delete]

C. Export system log

MESSAGE NODE
2024-06-1100:00:00351  INFO Status of event "systemevent_69d74598-a248-460-942a-b2934d65dc36" is now “inactive". Recorder on DESKTOP-6KBNSS5A (desktop-6kbn55a)
2024-06-11 00:00:00.353 INFO Status of event "systemevent_69d74598-a248-46e0-942a-b2934d65dc36" is now "active” Recorder on DESKTOP-6KBNSSA (desktop-6kbn55a)
2024-06-11 000002208  INFO Status of event "systemevent_81e64362-c6a9-41c6 3d9685768767" is now “inactive” Slave 1 (localhost)
2024-06-11 000002218 INFO Status of event "systemevent_81e64362-c6a9-41c6-833c-3d9685768767" is now "active” Slave 1 (localhost)
2024-06-11000002331  INFO Status of event "systemevent_f2271561-b9fc-4b70-bfca-58c91573be1a" is now "inactive” Slave 1 (localhost)
2024-06-1100:00:02331  INFO Status of event "systemevent_f2271561-b9fc-4b70-bfca-58c91573be1a" is now "active". Slave 1 localhost)
2024-06-11 000004890  INFO Status of event "systemevent_0c2c4037-3dad-4c75-90bd-23fe690483bd" is now “inactive". Slave 1 (localhost)
2024-06-11 000004890  INFO Status of event "systemevent_0c2c4037-3dad-4c75-90bd-23fe690483bd" is now "active”. Slave 1 (localhost)

2024-06-11 000005488  INFO Status of event "systemevent_69d74598-a248-46e0-942a-b2934d65dc36" is now "inactive. Recorder on DESKTOP-6KBNSSA (desktop-6kbnS5a)

2024-06-11 000005488 INFO Status of event "systemevent_63d74598-a248-46e0-942a-b2934d65dc36" is now "active” Recorder on DESKTOP-6KBNS5A (desktop-6kbn55a)

2024-06-11 000007359 INFO Status of event "systemevent_81e64362-c6a9-41c6-833¢-3d9685768767" is now "inactive” Slave 1 (localhost)
2024-06-11 000007359 INFO Status of event "systemevent_81e64362-c6a9-41c6-833c-3d9685768767" is now "active” Slave 1 (localhost)
2024-06-11 000007467  INFO Status of event "systemevent_f2271561-b9fc-4b70-bfca-58c91573be1a" is now "inactive” Slave 1 (localhost)
2024-06-11 000007467  INFO Status of event "systemevent_f2271561-b9fc-4b70-bfca-58c91573be1a" is now "active”. Slave 1 (localhost)
2024-06-1100:00:10035  INFO Status of event remevent_0c2c4037-3da4-4¢75-90bd-23fe690483bd" is now "inactive”. Slave 1 (localhost)

2024-06-11 000010035 INFO Status of event "systemevent_0c2c4037-3dad-4c75-90bd-23fe690483bd" is now “active” Slave 1 (localhost)

- Export the search results of the system log.
- Click [Export to CSV]
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9.2 Detailed log

A. Delete detailed log

[
=

AUDIT LOG SYSTEM LOG DETAILED LOG

NODE

SELECT NODE ADDRESS STATUS

Recorder on DESKTOP-6KBNS5A  desktop-6kbn55a  Online
Slave 1 localhost Online
D Failover xeon-test-pc Online

DELETE DETAILED LOGS

Delete

- Nodes: select the nodes where the detailed log is located
- Click [Delete]

B. Export detailed log

CONFIG (© Tuesday, June 11,2024 07:11:57PM & admin@desktop-6kbn55a
Log

AUDIT LOG SYSTEM LOG DETAILED LOG

NODE
-] SELECT NODE ADDRESS STATUS
= Recorder on DESKTOP-6KBN55A  desktop-6kbn55a Online
Slave 1 localhost Online
Failover xeon-test-pc Online
DELETE DETAILED LOGS

@

EXPORT DETAILED LOGS @ OneDrive - Personal

2 Spark_SQA
Destination Path kS ]

Browse.. | e I
| Srowse- | @ @

& e

o RBELS
argo_client_0507
DebugView
Kevin_argo_issue
ngrok-v3-stable-windows-amd64
Spark Client Sdk
R Mconfigh K

RUFHRT(M)

- Nodes: select the nodes where the detailed log is located
- Click [Browse] to export folder
- Click [OK]
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10. ARGO CLIENT

(O Tuesday, June 11,2024 07:10:46 PM (& admin@desktop-6kbnS5a

3 {1 Home

CONNECTED CAMERAS

LICENSED CAMERAS

CONNECTED NVRS

CONNECTED 1/O MODULES

CONNECTED RECORDERS

CONNECTED CLIENTS

1>  CONNECTED ARGO CONFIG

CONNECTED USERS

- Click the [Argo Client icon] on the bottom left
- Link from Argo Config to Argo Client
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11. OPTIONS

1.1 Language

Options - < language

Language Choose language

CONNECTED CAMERAS : EN English (United States)
User interface
LICENSED CAMERAS -y l akano
#7 Rendering
Wi AR
CONNECTED NVRS . _
[5  User interaction mode .
ES Espariol
CONNECTED 1/0 MODULES _
& Video Watermark

CONNECTED RECORDERS
S Advanced
CONNECTED CLIENTS

CONNECTED ARGO CONFIG

CONNECTED USERS

- Click the bottom left [Options] and select [Language].
- Language options: English / Italiano / 2g&3Z / Espaiiol

m Interface

sday, June 13,2024 03:0158 PM | &
{3 (7 Home
¥ CONNECTED CAMERAS
O LICENSED CAMERAS
=) CONNECTED NVRS
" CONNECTED 1/ MODULES
CONNECTED RECORDERS
&ff,  cONNECTED cLENTS
CONNECTED ARGO CONFIG

%  CONNECTED USERS

- Click the bottom left [Options] and select [User interface].
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Host localhost

Type Spark Argo Recorder

Certificate
Username

Password

CONFIGURED DESTINATIONS

Quick login page Name Address

localhost localhost:20847

- Login
Single login page: password is required to log in.

Quick login page: log in without a password for direct connection.

m Drawing

Options —> < Rendering
{1 Home
Language Analytics
CONNECTED CAMERAS
Display the analytics metadata streams when
viewing a camera.

Rendering on @

Show analytics metadata configuration areas
CONNECTED NVRS

User interface
LICENSED CAMERAS

User interaction mode On
CONNECTED 1/0 MODULES . Audio
Video Watermark
CONNECTED RECORDERS Enable by default the audio streams when
i Advanced viewing a camera.
on
CONNECTED CLIENTS @
Live stream presentation buffering

CONNECTED ARGO CONFIG Minimum buffering (ms) - [0 ~ 10000]

CONNECTED USERS 150 + -

Maximum buffering (ms) - (100 ~ 15000]

400 + -

- Click the bottom left [Options] and select [Rendering].
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Menu ~ ARGO CLIENT

E vews [ X

q Alarms

~ = public Views A

| | L

Maps 5 X

A & publicMaps

BB -

- Analytics
Display the analytics metadata steams when viewing a camera: the monitoring screen
will display a red frame on detected object.

- Show analytics metadata configuration areas: the monitoring screen will display a red
frame on the detection zone.

- Audio: start audio streaming when viewing the camera: sound will be available when
viewing the camera.

- Live stream presentation buffering: edit minimum and maximum buffering time.
Minimum buffer time range: 0~10000 milliseconds
Maximum buffer time range:100~15000 milliseconds

Note: for effective video analytics, pre-configuration on the camera's web interface is
required.
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1.2

User interaction mode

ARGO CONFIG

Y {1 Home

CONNECTED CAMERAS

LICENSED CAMERAS

CONNECTED NVRS

CONNECTED 1/0 MODULES

CONNECTED RECORDERS

CONNECTED CLIENTS

CONNECTED ARGO CONFIG

CONNECTED USERS

Options -

Language
User interface
Rendering
{  Userinteraction mode
£ Video Watermark

Advanced

< User interaction mode

Hotkeys

Hotkeys enabled

off
F2-
F3-
F4 -
F5 -
F6 -
F7-
F8 -
F9-

Home

Devices

Users Management
Health Doctor

Events and alarms
Access control

Analytics data collection

Backup and restore

F10 - Licenses

F11- Log

F12 - Start Argo Client

Click the bottom left [Options] and select [user interaction mode].

Hotkeys: when enabled, users can use below hotkeys.

F2

Home

F8

Analytics data collection

F3

Devices

F9

Backup and restore

F4

User management

F10

Licenses

F5

Health doctor

F11

Log

F6

Event and alarm

F12

Start Argo Client

F7

Access Control

User Manual
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1.3 Watermark

- Options - < Video Watermark
() {3} Home

Fa Language Enabled [ o]

CONNECTED CAMERAS
[3 User interface Watermark Content

M8 LICENSED CAMERAS - User name
[#) Rendering

[y  User interaction mode Customized Test Content

on (o)
s

FE  Advanced

7 CONNECTED NVRS
Y CONNECTED I/O MODULES

CONNECTED RECORDERS 5 s
Watermark Display Setting
&,  CONNECTED CLIENTS Opacity 10 ~ 100] u 50
Size [10 ~ 100] | | 50
1 CONNECTED ARGO CONFIG Color

White v
) CONNECTED USERS

Single Watermark Display

O Multiple Watermark Display

Simulation Image

- Click the bottom left [Options] and select [Video Watermark].
- Watermark content: edit the username and custom content.
Username: when enabled, the watermark will display the username.
Customized Test content: when enabled, users can custom watermark content.
- Watermark Display Setting:

Edit the text opacity, text size, text color, single watermark display position, or multiple
watermarks filling the image.

Opacity: edit the transparency of the watermark text, ranging from 10 to 100.
Size: edit the size of the watermark text, ranging from 10 to 100.

Color: edit the watermark text color, choosing between white or black.

Single watermark display: display a single watermark at the specified position.

Position options: top left / top center / top right / center left / center / center right /
bottom left / bottom center / bottom right (9 positions in total)

Multiple watermarks Display: display watermarks at all nine positions, filling the image
with watermark content.

Simulation Image: preview the watermark settings.
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N.4 Advanced

Options — < Advanced

J {1 Home

. Language Live streams behaviour

CONNECTED CAMERAS Specify the behaviour to use when handling live
User interface video streams

& Rendering

CONNECTED NVRS User confirmation on logout and close
5  Userinteraction mode
‘ on (e}

CONNECTED 1/O MODULES 5
Video Watermark Export Log

CONNECTED RECORDERS Export L
= Advanced el

||€5_ CONNECTED CLIENTS
15 CONNECTED ARGO CONFIG

CONNECTED USERS

- Click the bottom left [Options] and select [Advanced].
- Real-time streaming behavior
Live streams behavior: can be set to auto or highest resolution

A. Auto: sets the camera to use the lowest available resolution (excluding thumbnail
streams) by default.

B. Highest resolution: sets the camera to use the highest available resolution
(excluding thumbnail streams) by default.

- User confirmation on logout and close
On: a confirmation prompt will be displayed when logging out or closing the program.

- Export log: Click [Export logs] to export complete system program log

Note: Specifying real-time streaming behavior to Auto typically results in a lower
resolution to reduce computer power consumption.
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12. USER

121 Change password

@Change User Password

Username

Change password Old password

New password

Logout

Confirm password

- Click on [User] then click [change password]. After changing password, click [change
password] to confirm.

- Username: usernames cannot be modified.
- Old password: insert username old password
- New password: insert new password

- Confirm password: retype the password
122 Logout/Close

- Logout: click [logout] to logout of Argo Config and return to the login page.

- Close: click [close] to close Argo Config.
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13. ABOUT

CONNECTED CAMERAS
LICENSED CAMERAS
CONNECTED NVRS
CONNECTED I/O MODULES
CONNECTED RECORDERS
CONNECTED CLIENTS
CONNECTED ARGO CONFIG

CONNECTED USERS

(@ Tuesday, June 11,2024 055350 PM & admin@desktop-6kbnsSa

Argo config

2024.1.2_20240607

Argo Config 2024.1.2_20240607

Build 1853c984e858d6391373cd9a59¢63f374f0c30b3

Copyright © 2013-2024
All rights reserved
www.spark-security.com

- Click on the bottom left [i] to browse the system program version.

- Click

to access Spark official website

- Click [Copyright] ] to browse detailed copyright information.
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http://www.spark-security.com/

HQ Asia office

’ Via Antonio Gramsci, No. 86/A No. 45, Aikou 2nd Rd, Zhubei City,
42124 Reggio Emilig, Italy 302053 Hsinchu County, TaiwanTel.
< Tel. +39 0522 929850 +886 3 575 2786

info@spark-security.com info@spark-security.com.tw

S pa r k For more information,

please visit us at www.spark-security.com.tw
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